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BU3HAYEHHSA ITPIOPUTETHOCTI XMAPHUX CEPBICIB
A JUHAMIYHOI'O CTBOPEHHS ITPABUJI WAF

B craTTi po3miIsiHyTO TpoLieC BU3HAYEHHS IPIOPUTETHOCTI XMAPHUX CEPBICIB, @ TAKOXK iX MOKPUTTS MEpeKe-
BUM eKpaHoM. [IpoaHasi3oBaHO CTPYKTYpYy Ta OCHOBHI HapaMeTpH paHilie 3i0paHuX XMapHUX TiOpUAHUX
koHpirypaiii. [IpunineHo yBary oco0IMBOCTSAM pO3MIlLIEHHS XMapHUX CEPBICIB y TiOpHIHHX XMapax Ta iX
MOKPUTTIO MEPEKEBUMHU eKpaHamH BeO-104aTKiB. YacTo Taki MepexeBi eKpaHH BXOIATH J0 HaOOPY THIIO-
BUX mociyr takux cepsiciB sik CloudFlare, Hamarounm MOXIMBICTD NMOKPUBATH OJHOYACHO BCIO TiOpHIHY
xmapy. Takox po3risiHyTO Pi3HI TUIH JIOCTYIY JI0 XMapHUX CEPBICIB, sIKi MOXKYTh 3a0e3nedyBaTu sk 6e3mo-
CepeaHil JOCTYI, TaK i BAKOPUCTOBYBAaTH PEBEPCUBHE NTPOKCIIOBAHHS, B IKOMY BiJIOYBA€ThCSl TEPMiHYBaHHS
3aXMIIEHNX 3 €HaHb Ta 3aCTOCYBAaHHs CTaTHMYHMX Ta JAWHAMIYHHUX IpPaBHJI MEPEKEBOro ekpaHa. B manomy
JOCIIJUKEHH] NMPUIUIAETHCS yBara 3i0paHUM OMMCOBUM JaHUM IO TiOpWAHI XMapu 3 IONEpeaHiX J0cii-
JUKEHb, 30KpeMa, XMapHHM CepBicaM, a TaKOX IXHIM 3B’s3KaM. Y KOHTEKCTI JaHOTO JOCIHIPKEHHS MaTepHU
NPIOPUTETHOCTI MalOTh BUKOPUCTOBYBATUCH JJIsl AMHAMIYHOTO CTBOPEHHS IpaBHJI MepexkeBoro expana. Ila-
TEpHHU MPIOPUTETHOCTI HEOOXITHI I TUHAMIYHOTO CTBOPEHHS MO3BOJIAIOUNX a00 3a00pOHSAIOUNX TPaBHUIL.
Ile oco6GnuBO akTyanbHO MiJ Yac aBTOMAaTH3aIlii HAJAITYBaHHSI MEPEKEBOTO €KpaHa 3a JOTIOMOTOI0 iHCTPY-
MEHTIB I'€HEPAaTHBHOIO LITYYHOTO IHTENEKTy. Y CTaTTi 3alpOIIOHOBAHO J(Ba MOKA3HUKY IS CTBOPEHHS IIa-
TEpHIB MPIOPUTETHOCTI MPABHI MEPEKEBOTO €KpaHa — MPIOPUTET JOCTYITHOCTI Ta MPIOPUTET MOKPUTTS Me-
pexxeBuM ekpaHoM. [IpiopuTeT 1oCTyImHOCTI BU3HAYA€E piBEHb KPUTHIHOCTI 3abe3medeHHs 6e330iifHoro moc-
TYIly NIEBHOTO XMAapHOTO cepBicy. IIpiopHTeT MOKPHUTTS MEpEeXeBHM E€KpPaHOM y CBOIO Yepry BH3HAYae pi-
BeHb OOMEXXEHHS JIOCTYITy A0 XMapHOTO cepBicy. B maHoMy mociipkeHHI IPOBEJEHO €KCIEPTHE ONHUTYBaH-
HS II0/I0 MapaMeTpiB JOCTYHMHOCTI Ta 3aXMCTY BCIX XMapHHX CEpBICiB, 310paHUX y MONEPEJHBOMY IOCHTi-
JUKEHHI. B cTaTTi IpONOHYETHCS BUKOPHUCTAHHS IUX JABOX IOKA3HUKIB JUIsl CTBOPEHHS MATEPHIB MPIOPUTET-
HOCTI JUUISI MEPEXKEBOT0 eKpaHa BeO-10/1aTKiB.
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L.P. Malinich, Y.V. Ivanchuk

DEFINING OF CLOUD SERVICE PRIORITY FOR DYNAMIC
CREATING WAF RULES

The article examines the process of determining the prioritization of cloud services and their coverage by
network firewalls. The structure and key parameters of previously collected hybrid cloud configurations are
analyzed. Particular attention is given to the specifics of cloud service deployment within hybrid clouds and
their coverage by web application firewalls. Frequently, such firewalls are included among the standard ser-
vices offered by providers such as Cloudflare, allowing comprehensive protection of the entire hybrid cloud
environment.

The article also discusses different types of access to cloud services, which may provide either direct access
or employ reverse proxying. In the latter case, secure connections are terminated, and both static and dy-
namic firewall rules are applied. This study focuses on descriptive data collected from previous research on
hybrid clouds, particularly concerning cloud services and their interconnections. Within the context of this
study, priority patterns are intended to be used for the dynamic generation of firewall rules. These priority
patterns are necessary for dynamically creating either permissive or restrictive rules. This approach is espe-
cially relevant for automating firewall configuration using generative artificial intelligence tools. The article
proposes two indicators for the development of firewall rule priority patterns: the availability priority and
the firewall coverage priority. The availability priority determines the level of criticality in ensuring uninter-
rupted access to a specific cloud service, whereas the firewall coverage priority defines the degree of access
restriction to that service. An expert survey was conducted as part of this research to evaluate the availabil-
ity and protection parameters of all cloud services collected in previous studies. The article proposes using
these two metrics for creating priority patterns for the web application firewall.
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Beryn

Y BUKOpPUCTaHHI OOYHMCIIOBAILHUX
XMap BaXJIMBUM AacleKTOM € HaJlallTyBaHHS
MepexeBoro ekpana (anri. Firewall). Mepe-
JKEBUM €KpaH y OOYMCIIOBAIBHIN XMapi MOT-
pibeH He numie s 3ano0iraHHs HECaHKIIOo-
HOBaHOMY JIOCTYILY, a i € OHUM 13 KOMIIOHE-
HTIB Jurg 3amo6iranas DDoS-arakam. OgHum
13 pi3HOBHIIB MepexeBoro ekpaHa € WAF
(MepexxeBuil exkpaH BeO-101aTKiB, aHri1. Web
application firewall). Kpim O6e3nocepennpo
xmapu WAF TakoX HaJalTbCs cepBicaMH
st npotuaii  DDoS-arakam, TakuMH - SIK
CloudFlare, Fastly Ta iammmu [1]. Li cepBicu
MOXYTh JIMHAMIYHO CTBOpIOBaTH KOH(irypa-
ii WAF, noni6He 3acTtocyBaHHs € e(heKTHB-
HUM Yy TO€JHAHHI 3 IMUPOKO BUKOPHUCTOBYBa-
HUMH (QpeiiMBOpKamMH Ta/ab0 ApUTYHAMH Ha
kmrant WordPress, Drupal, Joomla Ta ixmm-
mMu [1]. Ommak mns HoBuX API Ta BeO-
JOJIaTKIB, SIKI HE BUKOPHCTOBYIOTH CTaHAAp-
THU30BaHi MAOJIOHM JIOCTYNy JO KOHTEHTY
CTBOpEHHSI AMHaMiuHUX npaBun WAF moxe
OyTH CKJIaTHIIIMM i TOTpeOyBaTH OUTBII TOH-
KOTr0 HalalTyBaHHsS 3 OOKy iHXeHepiB. 3a-
HAQ/ITO CKJIaJHI MpaBHJIa MEPEKEBOTO €KpaHa
MOXYTbh CIOBUIbHIOBATH A0CTyn 10 API um
BeO-70/IaTKIB Ta CIOKUBATH 0arato mpoIeco-
PHHX pecypciB Ha CTOPOHI MEPEKEBOro eKpa-
Hy. HaykoBa IiHHICTH JAHOTO JOCIIIJKEHHS
NOJISITa€ y BU3HAUEHHI MipU BIUIMBY aTpuOy-
TIB XMapHHUX CEpBICIB Ta iXHIX 3B’S3KIB Ha
IIOKPUTTS MepekeBUM ekpaHoM WAF.

AHaJi3 OCTaHHIX JOCTiKeHb i
nyOoJikanin

HaiiGinpim  geTaJibHO — PO3MIISTHYTO
npuniun podotn WAF y crarri [1]. Tam mo-
JITIOIOTHCS Pi3HI BUIM aTaK Ta MOSICHIOETHCS,
K MepexeBull ekpan WAF moxke 1X JonaTu.
VY crarti 6e3mocepelHbO HE PO3TISIAETHCS
crBopeHHsi npaBun WAF, He 3Baxaroun Ha
te, mo ceppic CloudFlare, mokazanuii y crar-
Ti, Mae 6araTo MOXXJIMBOCTEH JUIsl HaJalTy-
BaHHa pi3HuXx npaBun  WAF. Cepgic
CloudFlare mMae 6arato MOXJIMBOCTEH TaKOX
JUIS 3aXHUCTy TIOpUIHUX XMap, MPOTE IHOTO
He OyJIo pO3TJISIHYTO y CTaTTi, OCKUIBKH JIOC-
J/DKYBAJIOCs BAKOPHCTAHHS OJTHOTO CepBepa.
CTpykTypy Ta 3B’SI3KM BCEpeIWHI TiOpUAHUX
XMap pO3rJsHYTO y myomikarisax [2, 3], oqHak

NPUJUIEHO 3aMalio YBark MEpeXeBUM eKpa-
HaM WAF y moennanHi 3 TiOpHIHUMH XMa-
pamu. ABTopu cTaTTi [4] PO3TILAAIOTH MOXK-
JUBICTh OajaHCyBaHHS HAaBaHTAXEHHS Y My-
JIBTUXMapHUX po3ropranHsx. [lompu te, mo y
cTarTi Oe3nocepelHb0 HE  PO3IIIAAAETHCS
KOH(Iryparisi 91 BUKOPHCTAHHS MEPEKECBUX
€KpaHIB y XMapax, pe3yJbTaTH IOCIiIKEHHS
MOYKHa BUKOPUCTATH NPU CTPYKTypHU3alii 1a-
HUX. Y IHIIK cTaTTi [5] po3rasaaloThes Clie-
Hapii 3acTOCyBaHHS T1OpHIHUX XMap Ta OIH-
CYIOThCSl TIOB’513aH1 3 HUMHU O€3MeKOBi pU3u-
KH, SIKHM MO>KJIMBO 3aI00IrTH 33 JOIIOMOTOFO
MEpEeXKEBUX €KPaHiB, OJTHAK HE PO3IJISAAA€THCS
iX mpakTuyHe 3actocyBaHHs. PobOota [6] mo-
Ka3ye pi3Hi BapiaHTH Oprasizallii XMapHOi 1H-
CTPacTPYKTypH Ta MPUHIMII IXHBOT B3a€EMOI.
B cTarTi mOsICHIOETBCS, K OPraHi30BYETHCS
B3a€MOJIisl TIPUBATHOI Ta MyOIiYHOI YacCTHHU
riOpuHOl XMapH, ajleé BOJHOYAC HE PO3KPHU-
BA€THCS POJIb MEpPEXKEBOro ekpaHa. B myOmi-
Kauii [7] posrisgaeTscs MpUKIAL MYJIbTHX-
MapHoro po3ropraHHs Kubernetes 3 Bukopu-
cranasM cueHapiiB  Terraform. Cuenapiif,
SIKHI CTBOPUB aBTOp, IepeadadaB po3ropTaH-
Hsl, 30KpeMa, y CIIpaBXKHiM riOpuaHii xmapi,
aje aBTOp HE BHUKOPHCTAB 1i 4epe3 Te, W0
IpoBaiiiepy NPUBATHUX XMap MPAIOIOTh I1e-
PEBOKHO 33 MOJEIUII0 TEpeNIuIaTH, Mo
YCKJIQJHIOE 1X BUKOPUCTaHHS Yy HaBYAIbHHUX
LIJIX.

Y nonepeaHbOMy AOCTIKEHHI [8]
Oyno 310paHO naHi Mpo TIOpPUIHI XMapHi
KoHiryparii 3 pi3HUX JuKkepen. B Hbomy Oy-
710 310paHo CTPYKTypoBaHi faaHi mpo 158 ri6-
PUIHUX XMapHHUX KOH(Irypauiid, B sIKUX Cy-
MapHO 3HAXOAAThCA naHi mpo 1207 xmapHUX
cepBiciB. [l BUIOOYTKY 3aCTOCOBAHO 3aco-
OM IITYYHOTO IHTENEKTY, 30KpeMa, MalllhH-
Hul 3ip [9] Ans po3mizHaBaHHS CXEM, a TAKOXK
MoxuBocTi LLM-monenelt miis CTpyKTypy-
BaHHS JJaHUX Mpo xMapHi koHpirypamii [10].

[lepen nocmifkeHHSIM CTaBWINCS Ha-
CTYIIHI I[iTi:

— TOJaiblle JONOBHEHHS Ta CTPYK-
TypH3allisg TaHuX, 310paHuX y TOMEePEeTHBOMY
JOCITIJKeHHI [8];

— OTpUMaHHS E€KCHEPTHHX PEKOMEH-
Jauii 1010 HaJAIITYBAaHHS MEPEKEBOro €K-
pana;
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— aHaji3 OTPUMAHUX JIaHUX 1 peKo-
MEH/AIl eKCTepTiB.

Buxkiaa ocHOBHOro Mmarepiasny

[licna mpoBeneHHs MEpPLIOro JOCHi-
JOKeHHST OyJio 310paHO KOJICKIII0 XMapHHUX
KOoH(irypariii, B sKiii KOXXHa KOH]Iryparis
OyJia TIpe/ICcTaBlieHa y BUTJISII OKpeMuXx (aii-
miB JSON. lepapxis 00’€ekTiB 300paxkeHa Ha
puc. 1. I'ibpunna xmapa mepemdavae icHY-
BaHHA SIK MIHIMYM JBOX 'mimxmap'", olHa 3
SIKUX TIpUBaTHA, a 1Hma — myosmiuHa. [ig gac
300py AaHUX BOHM MOIJM OyTH OTpHUMaHi i3
CIieHapiiB po3ropTaHHs, Takux sk Terraform.
3a nonomororo LLM-moneneit OpenAl GPT-
4.1, OpenAl GPT-5 mini Ta DeepSeek-v3.1
CIIeHapii MepeTBOPIOBAINCH Y CTaTHYHI JaHl y
¢dbopmati JSON [8].

CloudConfiguration (object)

uuid string
private object
public object

— hybrid object

Cloud(object) <€

services array

links array
networks array

\» HybridCloud (object)

links array

Network (object) <€

gateway object

firewall object

Puc. 1. Iepapxis 00’e€kTiB XMapHOI
koH(irypamii y popmari JSON

J1J1st KO’KHOTO BUSIBIIGHOTO cepBica 0y-
JIO BU3HAYEHO THII, CXO1 TUIH 00’ €aHaHO. B
uigomy BuauieHo 20 TumiB, 30Kpema, BeO-
nonatku, API-momartku, 6a3u naHWX, MPOKCI-
cepBepu, kemr, DNS-cepBepu Ta inmi [8].
Posmonin cepBiciB 3a OCHOBHUMH  THUIIAMU
HaBeJICHO Ha puc. 2.
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Puc. 2. Po3nopin cepsiciB 3a OCHOB-
HUMU THUIIAMU

VY mporeci oOpoOKH BXiTHUX JaHUX
LLM-monensmu Oyno BHU3HAYEHO JIOJATKOBI
napaMmeTpH, SiKi BOHM Malld 3HAWTH abo BU-
3HAQYUTH CAMOCTIHHO: MIATPUMKA KEITyBaHHS
(cacheable), permikarii (replicable), macrmra-
OyBaHHs (extensible) Ta 3amycky Ha BUMOTY
(ondemand). Ipukian ogHOTO 13 CEepBicCiB Ha-
BEJICHO Ha pHuC. 3.

Parameter Value

name pri_service_api
type api_app
exposed falze
cacheable true
replicable falze
extensible true
ondemand false

location private

ports 3000/cp

Puc. 3. ATpubyTn XMapHOTO CepBicy

[HmM 3aBmaHHSIM OyJiO BH3HAYCHHS
3B’A3KIB MK cepBicaMM. 3HayHa 4YacTUHA
CEepBICIB Y€ MaJu 3B'S3KH, OCOOJIMBO y BH-
najKax, KOJu BOHU OyJH sIBHO mepeadadeHi y
cuenapisx Terraform (3a momomororo apry-
MeHTy depends_on) 4u Oymiu cronydeHi JiHi-
SMA Ha 300paXEHHSAX, ¢ OyJl0o CTBOPEHO
3B’s3ku (MacuB "links" nHa puc. 1). [ns Bu-
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3HA4YEeHHsl HESIBHUX 3B’sI3KiB, 30KpeMa, Y BH-
MajgKkax BUSBICHHS BITOCOOJCHUX CEPBICIB,
O0yno 3actocoBano LLM-momens Claude
Sonnet 4.5. Takox 3a J0IOMOIO0 J1TaHOI MO-
Jielli BU3HAUEHO TaKi MapameTpH, sIK MOXKIIH-
BicTh 3axucty TLS (is_ssl) Ta Bukopucranus
OiHapHOrO mnporokoiay (is_binary — Hampu-
kinan, niass HTTP Oyne 3nadenns false, ocki-
JIbKU OCHOBHA 1H(OpMaIlisl 3alUTIB Ma€ TEKC-
ToBUl popmar). [Ipuknan npus’a3Ku 3B’ A3Ky
JI0 cepBicy 300paxkeHo Ha puc. 4. 3aleKHICTh
BU3HAYAETHCS 3a JOMOMOTOI TapaMeTpy
"is_dependency".

Parameter Value

name pri_service_api
type api_app
exposed falze
cacheable true
replicable false
extensible true
ondemand false

location private

remote_role client
ports 3000/ tcp
Parameter Value
is_ssl false
is_binary true

is_dependency ftrue

Puc. 4. [lapametrpu MoB’sI3aHOTO Cep-
BiCy Ta XapakTep 3B’s3KY

Jnist BU3HAUEHHS MATEpPHIB MPiOpHUTET-
HOCTI JJIi CTBOPEHHS IPAaBUI MEPEKEBOrO
ekpana WAF 3anydeno nomnomory Tpbox He-
3aNeKHUX EKCIEpPTiB 13 KOH(]IrypyBaHHS 00-
YUCITIOBATLHUX xMap — DevOps-iHkeHepiB.
JUis BU3HAUEHHS MATEpPHIB NPIOPUTETHOCTI
BBEJICHO [IBa TIOKA3HHWKH TMPIOPUTETHOCTI:
IpPIOPUTET AOCTYHMHOCTI Ta MPIOPUTET IOK-

puTTs MepexxkeBuM exkpanoM WAF. Jlia 3pyu-
HOCTI1 eKcrepTiB BBeaeHOo 10-Tu OanbHy IIKa-
Jy OLIIHIOBAHHS KOKHOTO MOKa3HHWKa JUIsl KO-
YKHOTO OKpeMoro cepsicy (uuii yucna Big 0 g0
10). na uporo s koxHoro cepsicy LLM-
MOJICJUTIO MiATOTOBJICHO KOPOTKY aHOTAIIIIO.

[IpiopuTeT 1OCTYMHOCTI BU3HAYa€ Ha-
CKIJIbKUA BaXJIMBOIO € OE3MEpenIKoaHa JOCTY-
MHICTh BeO-CaliTy YM JOAATKY Ui KOPHUCTY-
BauiB. HaiiOGinpmmii mpiopurer nependadae
JOCTYIHICTh XMapHOTO CEpBICYy HaBITh B
ymoBax DDoS-atak. A mpiopuTeT MOKPUTTS
MepexkeBuM ekpaHoM WAF Bu3zHavae kputu-
YHICTh 3aCTOCYBAaHHS JOJATKOBUX 3aXOJiB
3axXMCTy Ui MOIEpPEeIKCHHsI HECaHKIIOHOBA-
HOTO JIOCTYNy 4YM €KCIUTyaTamii Bpa3IuBOC-
Tel. [ BU3HAYEHHS LIMX IOKA3HMKIB CTBO-
PEHO aHKETyBaHHS I EKCIEPTIB.

Jis BU3HAUCHHS TPIOPUTETY AOCTYII-
HOCTI €KCIepTH MalM AaTu CTBEpPAHY abo 3a-
MepeyHy BIANOBIAb HA HACTYIHI THTAHHS:
"ms poOOTH cepBicy Mae OyTH TOTpPUMaHHS
SLA na piBHi He MeHII HiX 99.95%" (2 Ga-
nn); ""cepBiC Ma€ MpalroBaTh U10A000B0" (2
6amm); "cepBic Mae OyTH JOCTYIHHUM JUIS KO-
puctyBauiB B ymoBax DDoS-araku" (2 6ann);
"cepBic Mae OyTH IOCTYIHUM JUIS 1HJIEKCY-
BaHHA MOIIYKOBUMH OoTtamu" (2 Ganm); "cep-
Bic Ma€ OyTH JOCTYITHUM JIJIsl COIiaJIbHUX Me-
pex Ta mecenmkepiB" (1 6an); "cepBic mae
OyTH IIOCTYITHUM JJIsi KOPUCTyBadiB 0e3 ao-
naTkoBuX mepeBipok" (1 6an).

JUis BU3HAYEHHS NPIOPUTETY MOKPUT-
T MepexeBuM ekpaHoM WAF ekcnepram
OyJI0 TIOCTAaBIEHO TaKi MUTAaHHS: "I TOCTY-
Iy JI0 CEepBICY KOPUCTYBa4 Ma€ BUKOPUCTOBY-
Batu VPN-3’ennanns" (2 6amm); "mist mocry-
Iy /10 CepBiCYy KOpPHCTyBau Ma€ MpPONTH 3BU-
yaifHy aBTeHTU(iKauio" (2 6amu); "mis goc-
TyIy /0 CEpBICY KOPHUCTYBad Mae€ MPOUTH
nBogakTopHy aBreHTudiKauiro" (1 6an); "mo-
CTYIH JI0 CEPBICIB BIKPUBAE AOCTYI JI0 1HIIUX
CepBICIB  mepemdavyeHuX  Oe3mocepeaHiMu
3B’si3kamu” (1 6an); "mOCTym 1O cepBiciB Bif-
KpUBa€e JOCTYN JO IHIIUX CEpBICIB M03a 0e3-
nocepeanimu 3B’s3kamu’ (1 6am); "moctyn
JIO3BOJICHO JIMIIE TEXHIYHUM CHiBPOOITHU-
kam" (1 Oanm); "nns okpemux meroniB REST
API cepsicy nepenOayeHuil 10AaTKOBHM 3a-
xuct" (1 6am); "icHye MOXKJIMBICTh MOPYIIEH-
Hs poOOTH CcepBiCcy y pa3l BaXKUX 3amuTiB"
(1 6am).
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Y mporeci TMpOBEACHHS ONUTYBaHHS
cepBicH OyJIM PO3MOAUICHI MIX PI3HUMH €KC-
nepTamMu y JOBUIBHOMY MOpsaky. OmnutyBa-
JHHUK BUBOJIMB KOPOTKY aHOTAI[II0 XMapHOTO
cepBicy, oro TexHivyHi nmapameTpu (puc. 3), a
TaKOXX MEpPeiK CepBiciB, 3 SKUMH BiH Mae
3B’s130K (puc. 4). 3a pe3yibTaraMu OIUTY-
BaHHS BU3HAYEHO PEUTHHT MPIOPUTETIB JOC-
TYITHOCTI Ta MOKPUTTS MEPEKEBUM EKpPaHOM,
KU HaBeIEHO y pHC. 5 Ta Tabmumi 1.
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Puc. 5. CepenHi npiopuTeTu AOCTYyI-
HOCTI Ta IOKPUTTS 3a TUIIOM CEPBICIB

VY Bcix cepBicax NpHUCYTHiM OyneBuit
atpuOyT "exposed", skuii BU3HA4Ya€ HASIBHICTh
30BHIIIHBOrO Joctyny. Crocid HagaHHS 30B-
HIIITHBOTO JIOCTYIY /10 CEPBICY BU3HAYABCA Y
MacuBi "network" KO>KHOI BiJIOBIJHOI 4ac-
TUHU XMapH. [cHyBano 4 tunu 3abe3ne4yeHHs
30BHIIIHBOTO JIOCTYIy /0 CepBiciB (puc. 6):
peBepcuBHHI mpokci 3 WAF-3axuctom
(waf protected), peBepcuBHMII mpokci 0e3
WAF (proxy exposed), mocTym 3a 10momo-
roro mnpaBui nepeaapecauii moptTiB NAT
(nat_exposed), a TakoX BIACYTHICTh 30BHIIII-
HBOTO J0CTyIy (no_network rules).

PeBepcuBHUI TIPOKCI-CEpBEP BUKOPH-
CTOBYETHCSI TIEPEBAKHO NJISI AOCTYIY J0 Cep-
BICIB, JOCTYI 10 SIKUW TPAIIO€ 3a MPOTOKO-
nom HTTP/HTTPS. Jlns kiacu4HUX MPOTO-
koJiB, Takux sk LDAP, DNS ta SMTP peBe-
PCUBHUI MPOKCI CKJIATHO 3aCTOCYBaTH, TOMY
JIOCTYII 10 HUX HaWyacTile 3a0e3medyeThes
yepes nepeanpecaniro mopTiB NAT.
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Puc. 6. Po3nozin cepsiciB 3a TUIIOM
3a0€e3Me4YeHHs MEPEXKEBOro AOCTYILy

Taomurs 1

[IpiopuTeT JOCTYMHOCTI Ta MOKPUTTSI

3a THIIOM CEpBICIB

| [pioputetn
Tun cepicy Jloctyn- | lloxpurrs
HioTh MEpEIKEBUM
EKpaHOM

web_app | 8.2 ‘ 5.8

api_app | 6.8 ‘ 7.1

sql_db | 6.9 \ 9.7

nosql_db | 8.3 ‘ 6.7

http proxy | 6.8 ‘ 4.7

msg_broker | 6.5 ‘ 7.0

livestream | 8.0 ‘ 4.2

code repository | 5.5 ‘ 8.1
‘ logging | 4.9 ‘ 7.4 l
| index | 78 | 67 |
‘ object storage | 6.0 ‘ 8.2 l
‘ cache | 7.3 ‘ 54 l
| build | 52 | 18 |
\ ai_ml | 6.4 \ 6.8 |
| mail 2
| dns |75 | 70 ]
\ idp | 6.2 \ 9.6 |
| firewall | 53 | 83 |
‘ monitoring | 5.2 ‘ 7.5 l
\ vpn | 75 \ 8.2 \
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[IpioputeTn eKkcrnepTiB TaKOXX BU3HA-
YeHI 32 THIIAMH MEPEXKEBOrO JIOCTYITy Ta 30-
OpaxxeHi Ha puC. 7 1 HaBelleH1 y Tabnuii 2.
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Twn 3a6e3neyeHHn Mepexesoro AocTyny

Puc. 7. Ilpiopuretn 3a TUnoMm 3abes-
IIEYEHHSI MEPEXKEBOTO OCTYILY

Kpim Tumy mepexeBoro J0CTymy Ha
pIIIEHHS] eKCHEepPTiB MOIJIM BIUIMBAaTH TaKOX
iHII atpuOyTH, 30KpeMa, PO3IIUPIOBAHICTS,
peruikanisi, 3amyck Ha BUMOT'Y Ta MiATPUMKA
KelryBaHHs (puc. 8).

Tabmuns 2

[Ipiopurern 3a ThoOM 3a0€3MeYCHHS
MEPEKEBOr0 I0CTYILY

[piopurern
3B’5130K ) IToxpurrs
HoctynHicTs MEPEKEBUM

eKpaHOM
waf protected 6.4 7.6
nat_exposed 7.4 6.9
proxy_exposed 7.3 6.3
no_network rules 7.8 6.3

Xo04a ropu30HTaJIbHE MacIITa0yBaHHS
CepBiCYy UM 3aIlyCK Ha BUMOTY JAIOTh 3HAUHY
THYYKICTh, aje JJIg HUX TaKoXX Mae OyTH Ha-
JAIITOBaHE aBTOMATUYHE CTBOPEHHS IMPaBHII
MepekeBoro ekpana. Lle akTyanpHO He nuIIe
KOJIM /IO CEPBICIB MOXKJIMBHM JJOCTYII 30BHI, a
W TOJI KOJIM JI0 HUX 3MIMCHIOETHCS OTOCEPE/-
KOBaHMIA TOCTYTI yepes iHIIi cepBicu. B aHke-
Ti €KCIEPTiB IEMOHCTPYBAIIUCH 3B’ SI3KH 13 CY-
CIIHIMH CepBiCamH, 110 TEX MOTJIO BIUIMHYTH
Ha iXH1 piICHHS.

exposed

cacheable

0.5 -0

ATpubyT cepsicy
replicable
(=]
w
Bnnue npioputeTy

-1.1

extensible

-0.7 -0.2

ondemand

Bunue poctynHocTi Brnnue nokpuTTA

Puc. 8. TeruioBa xapra BIUIMBY aTpu-
OyTiB CepBICIB Ha MPIOPUTETU CKCIIEPTIB

3B’S30K MK PIICHHSIMH €KCIIEPTIB Ta
CTaHOM aTpUOYTIB CEpBICIB TAKOX HABEAEHO
y BUTJISI/II TETUIOBOI KapTH HA PHCYHKY 9.

10

cacheable exposed

replicable

-4

ATpubyTi cepeicip
CepepHii npiopuTeT

extensible

ondemand

Acc (True) Acc (False) Sec (True) Sec (False)

Puc. 9. TeruioBa kapta cepeaHix mpio-
PHUTETIB 32 CTAHOM aTpUOYTIB

VY BHU3HauYCHHI NPIOPUTETIB EKCIEpTaM
BKJIMBO 3BEPTATH yBary Ha IMOB’si3aH1 CEepBi-
CH Ta Ha XapakxTep 3B’s3KiB. SIk MokHa mo0a-
yuTH 3 pucyHKy 10 Ta 3 Tabmui 3, ekcrepTu
BUIUIMIA BHCOKMMH MpPIOPUTETAMU CHJIbHI
3aJIe)KHI 3B’ A3KH MiX CepBicaMH JOJATKIB Ta
cepBicaMHU-KOHTEHHepaMu JaHuX, Taki sk Oa-
31 JJaHUX, 00 €KTHI CXOBHIIA Ta KeIlll JaHUX.
Ile 3yMOBIEHO BHCOKHM piBHEM 3B’S3HOCTI
MDK HUMH [2].
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Puc. 10. Ilpioputetn 3B’s3KiB 3a TH-
IaMH CEpPBiCiB

Xoua 3B’SI3HICTh y iHXKeHepii mporpa-
MHOTO 3a0e3MeYEeHHsI 3aCTOCOBYETHCS Tepe-
B2KHO JI0 MPOTPaMHUX KOMIOHEHTIB [1], 1y
XMapHUX OOYUCIICHHSX 3B'SI3HICTh CTOCYETHCS
NEpeBaXHO  3B’SI3KIB MK  cepBicaMu-
IOJATKaMH, aj¢ B KOHTEKCTI JAHOro JIOCIi-
JDKCHHS 3B’SI3HICTh 3aCTOCOBYETBCS 1 IO cep-
BiCIB-KOHTEHHEPIB JIaHUX.

Tabmurs 3

3anekHOCTI 3B S3KIB MI>K THIIAMHU CEPBICIB
13 IPIOPUTETAMU CEPBICIB

13 | web_app->nosql db 8.8 5.5
14 | idp->sql_db 6.0 9.2
15 | mail->idp 7.0 9.0

IIpiopurern
3B’530K JocTym- TToxputTs
HicTh MepeKeBUM

CKpaHOM
1 | web_app->api_app 8.3 53
2 | build->code_repository 5.5 8.3
3 | web_app- 7.8 6.0

>object_storage

4 | web_app->index 8.6 53
5 | ai_ml->sql_db 6.2 7.7
6 | monitoring->dns 8.0 6.0
7 | api_app->web_app 9.0 5.0
8 | api_app->cache 8.1 6.0
9 | api_app->sql_db 6.0 8.0
10 | web_app->nosql db 8.8 5.5
11 | web_app->cache 8.8 5.5
12 | mail->sql_db 6.8 8.2
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[TaTepHu TPIOPUTETHOCTI MEPEKEBOTO
expana WAF, cTBopeHi Ha OCHOBI mpiopuTe-
TiB JOCTYITHOCTI Ta MOKPUTTS MEPEKEBUM EK-
paHOM, SBISIFOTH COOOI0 METarpaBmIiIa, OIH-
caHi y BUIIIsAAl aupekTuB y opmati JSON. ¥V
MOJTANTBIIIOMY X MOKHA BUKOPHUCTATH IS Ha-
JaHHS 1HCTPYKLiM BEJIMKHM MOBHHUM MoJie-
JSIM, BHKOPHCTOBYBAaTH IS MOJIEITIOBAHHS
MEpPEeKEBHUX EKpaHiB y XMapax, a TaKoXK JUIs
HaBYaHHS MOJEJEH MTy4YHOrO IHTEJIEKTY.

BucnoBknu

VY crarTi 3amponoOHOBAaHO JiBa TOKa3-
HUKH ]IS CTBOPEHHS MMAaTEPHIB MPIOPUTETHO-
cTi MepexeBoro exkpana WAF — mpiopurer
JOCTYITHOCTI Ta TPIOPUTET TOKPHUTTS Mepe-
KEBUM EKpaHOM. Y JOCHIDKEHHI Ha OCHOBI
panime 3i10paHux naHux [8] mpoBeaeHO OmH-
TyBaHHS ekcnepTiB. Ha oCHOBI aHKETHHX Ja-
HUX PO3PAaxOBaHO I MOKa3HUKHU, Ta 3 iIXHBHOIO
JIOTIOMOTOI0  310paHO JaHi Mpo TMPiOpHUTET-
HICTh THUIIIB XMapHHUX CEPBICIB, iXHIX aTpuOy-
TiB Ta 3B’s3KIB.

VY mopanbIioMy IUIAHYEThCS IEpeBi-
puTH ePEeKTUBHICTH POOOTH MAaTEPHIB MPIOPH-
TETHOCTI MepexxeBoro ekpana WAF, mposec-
TH MOJICTIOBaHHS POOOTH 310paHUX XMapHHUX
KOH(QIrypamiii y XMapHOMY CEpeOBHII Ta
3’dCyBaTH, Ki BUJIM MOJICIIIOBaHHS HalKpari
s pobotn MepexeBux ekpaHiB WAF y ri0-
PUAHOMY XMapHOMY CEPEIOBHUIII.

3actocyBanns III. 3a pomomororo
LLM-mopeneit OpenAl GPT-4.1, OpenAl
GPT-5 mini Ta DeepSeek-v3.1 i3 TekcToBUX
naHux copMOBaHO YHi(iKOBaHI OMHUCOBI
¢aiinun JSON 3 1iOpUIHUMU XMapHUMU KOH-
¢irypanismMu. Mozeni BU3HAYHIN THIIOBI aT-
pudyTH XMapHUX cepBiciB. JIOMOBHEHHS 3a-
Opakimx 3B’S3KiB MK CepBiCaMH BHUKOHAHO
3a ponomororo LLM-moneni Claude Sonnet
4.5.
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