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MIAXIZ O MOUIYKY BPA3JIMBOCTEN BEBCAUTIB
HA OCHOBI CTATUYHOI'O I TUHAMIYHOT' O AHAJII3Y

VY cTarTi 3ampornoHOBAaHO MiAXiJ 10 aBTOMAaTH30BAaHOTO IOITYKY BPa3MBOCTEH BeOCATIB Ha OCHOBI MOEM-
HaHHA CTaTUYHOTO Ta JMHAMIYHOTO aHAII3y B MeKaX MOIYJIbHOI apXiTeKTypH ckaHepa. JlocmimKeHHs 3yMo-
BJICHE 3pOCTaHHAIM KiIbKocTi napamerpu3oBanux URL y cyuacHux Be03aCTOCYHKaX i, SIK HACIHIJIOK, Ha NI~
KOBICTh 00XOJIiB Ta BUCOKa BapTiCTh OararoBapiaHTHUX MEPEBIPOK MPH OOMEKEHUX YaCOBHX 1 PECypCHHX
oromketax y creHapisx DevSecOps/CI/CD. Ilimxin 6a3yeThcs Ha IBOCTAITHOMY KOHBEEDI: MOMEPEIHIN cTa-
TUYHUI aHalli3 BeOpecypey, 10 BKIOYAE MOOYNOBY KapTH CaiTy MOLUIYKOBUM POOOTOM i3 KOHTPOJIEM TIJIH-
OMHM, BUIy4YeHHS KiHIIEBUX TOYOK, MapaMmeTpiB i GopM BBeneHHS, a Takox Hopmaiizamito URL-mabmoniB
4yepe3 y3araJbHEHHS JUHAMIYHUX 1IeHTH()IKATOPiB; AWHAMiYHE TECTYBaHHS BPA3IMBOCTEH IJIT HOpMai3o-
BaHOI MHOXHMHHU TECTOBHMX TOYOK 13 HapasieIbHUM BHUKOHAHHSM i30JIbOBaHUX IEPEBIPOK Ta arperamiero pe-
3ynbTaTiB y hopMaTH, NPUIATHI JJIsl aBTOMAaTH30BaHOTO 00po0IeHHs. 3alpOITIOHOBaHO METPUKH OL[iHIOBaHHS
SKOCTI Ta MPOAYKTHBHOCTI, 30KpeMa precision/recall, koedimieHT peayKuii 3anuTiB i IPOMYCKHY 34aTHICTD,
0 JO3BOJISIOTH KUTBKICHO OLIIHUTH €EKT MONepeIHhO1 HopMai3alii Ta e)eKTUBHICTh 0araTOMmoOTOKOBOT 00-
poOku. Peanizanito Bukonano sik CLI-yTumity Ha Java 3 miariHHOO MOJEIUTIO TECTIB, IO CHPOILY€E PO3IIH-
PEHHSI CUCTEMH I1iJ] HOBI KJIacH Bpa3nuBocTeil 0e3 moaudikauii syupa. EkcriepuMenTanbsHy nepeBipky npose-
JIEHO Ha eTANIOHHUX Bpa3nuBHX 3acTocyHkax OWASP Juice Shop i OWASP WebGoat Ta Ha BTacHUX MPOEK-
Tax; MOKa3aHO CYTTEBE CKOPOUEHHS 4acy poOOTH MOIIyKOBOTO po0OTa Ta JOCATHEHHS MPUHHSATH Of IIPOMYCK-
HOIT 3/1aTHOCTI 3aJIe)KHO BiJl yMOB po3roptaHHsi. OTpuMaHi pe3yJIbTaTH HMiATBEPIKYIOTh IOIUIBHICTE KOMOI-
HYBaHHS CTaTHYHOTO CTPYKTYpPyBaHHS IPOCTOPY MOMIYKY 3 IIJIbOBUMH JWHAMIYHUMH HEPEBipKaMH IS M-
BHIICHHS MacIITab0OBaHOCTI Ta BiATBOPIOBAHOCTI aHANi3y Oe3meku BeOpecypciB.

KirogoBi cioBa: BeGOesmeka; Bpa3iIHBOCTI; CTATHYHWNA aHami3; auHaMigHWi aHami3; URL-mHOopwmamizamis;
crawler; MoxybpHa apxiTekTypa; Oararonorokose ckanyBaHHs; [0T, DevSecOps.

S. Popereshnyak, B. Horokh

AN APPROACH TO WEBSITE VULNERABILITY DETECTION
BASED ON STATIC AND DYNAMIC ANALYSIS

This paper proposes an approach to automated website vulnerability detection based on the combination of
static and dynamic analysis within a modular scanner architecture. The motivation for this study arises from
the growing number of parameterized URLs in modern web applications and, as a consequence, redundant
crawling and the high cost of multi-variant testing under limited time and resource budgets in
DevSecOps/CI/CD scenarios. The proposed approach is built on a two-stage pipeline: preliminary static
analysis of a web resource, which includes sitemap construction by a crawler with depth control, extraction
of endpoints, parameters, and input forms, as well as URL template normalization through the generalization
of dynamic identifiers; and dynamic vulnerability testing for a normalized set of test points with parallel
execution of isolated checks and aggregation of results into machine-readable formats. Quality and
performance evaluation metrics are proposed, including precision/recall, the request reduction ratio, and
throughput, which enable quantitative assessment of the impact of preliminary normalization and the
efficiency of multithreaded processing. The implementation is realized as a Java-based CLI utility with a
plugin-based testing model, facilitating extensibility for new vulnerability classes without modification of the
core system. Experimental validation was conducted using benchmark vulnerable applications OWASP Juice
Shop and OWASP WebGoat, as well as proprietary projects; the results demonstrate a significant reduction
in crawler execution time and the achievement of acceptable throughput depending on deployment conditions.
The obtained results confirm the effectiveness of combining static structuring of the search space with targeted
dynamic checks to improve the scalability and reproducibility of web security analysis.

Key words: web security; vulnerabilities; static analysis; dynamic analysis; URL normalization; crawler;
modular architecture; multithreaded scanning; IoT; DevSecOps.
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Beryn

Beb3actocynku Ta BeOcailTu 3amuina-
IOThCSl OJTHUMHU 3 OCHOBHUX IIJIEH KibepaTak
4yepes BUCOKY TUHAMIYHICTh KOAY, 3aJICKHICTh
B/l CTOPOHHIX KOMIIOHEHTIB 1 CKJIaJIHI JIaH-
IIOTM 0OpOOKHM KOPHUCTYBAIIbKOTO BBEACHHS.
TumoBl Kjacku Bpas3IMBOCTEH, 30KpeMa,
10’ ekuii, XSS, momunku KoHdirypariii, ciadki
HTTP-3aronoBku ta SSRF nposBisttoTecs sk
Ha piBHI JIOTIKU 3aCTOCYHKY, TaK 1 Ha piBHI po-
3TOPTAaHHS Ta MEPEKEBOI B3aEMO/IIi, 110 3yMO-
BJIIOE HEOOX1IHICTh MOETHAHHS PI3HUX METO-
TIiB aHAJIi3Y.

[Tommpennst mpaktuk DevSecOps 1
CI/CD axryamnizye notpedy B aBTOMaTH30Ba-
HUX 1 BIATBOPIOBAHMX IHCTPYMEHTAX OIlIHIO-
BaHHs Oe3neku BeOpecypciB. BogHouac Ha
MPAKTHUIIl CKAHEPU CTUKAIOTHCS 3 HAJIUIIKO-
BUM 00XOJIOM BEJHMKOI KiJIbKOCTI MapaMeTpu-
3oBannx URL Ta BuCOKOrO BapTicTiO 6arato-
BapiaHTHUX MEPEBIPOK TSI PI3HUX KJIACiB Bpa-
3JIMBOCTEH 32 OOMEKEHUX YaCOBUX 1 pecypc-
HUX OIOJIKETIB.

Y poOoTi 3amponoHOBaHO MiAXiT IO
TIOIIYKY Bpa3jJMBOCTEH BeOCalTIB HAa OCHOBI
KOMOIHYBaHHSI CTaTHYHOTO 1 JMHAMIYHOTO
aHaJIi3y B MeXKaX MOIYJIBHOT apXiTEKTYPH CKa-
Hepa. Iligxin nependadae momnepenHto mooy-
JIOBY KapTH CaiTy 3a JOIOMOToIo crawler’a 3
oOMeXeHHsSIM TIuOouHM, HopMmamizamiro URL-
1a0JIOHIB JJIS1 3MEHIIEHHS TyOIr0BaHHS JIOTi-
YHO €KBIBJIEHTHUX CTOPIHOK, 0araTonoToko-
BUH 3aITyCK 130JIbOBaHUX TECTIB BPa3IMBOCTEH
Ta arperyBaHHs pe3yJbTaTiB y ¢opmari, mpu-
JTATHOMY JIJISl TIOIAJIBIIIOTO aHai3y i iHTerpa-
1.

AKTyanbHICTb pO3pO0JIEHHS TaKUX CH-
CTEM 3yMOBJIEHA 3pPOCTAHHAM KIJIBKOCTI M
CKJIQJIHOCTI aTak Ha BeOpecypcH, Kl € KPUTH-
YHUMH KOMIIOHEHTaMH Cy4acHO1 iHpopMariii-
HOT iH(pacTpyKTypu Ta 00poOIsIIOTH KOH(iIe-
HIIIMHI TaHl. ABTOMAaTH30BaH1 3aCO0U MOITYKY
Bpa3JIMBOCTEN JJ03BOJISIIOTH 3MEHILIUTH TPYHO-
MICTKICTh PYYHOI'O ayJIuTy, MiJIBUILUTH peETy-
JSPHICTh TEPEeBIPOK 1 CHPUSIOTH BIPOBA-
JDKEHHIO O€3MeYHUX MNPAaKTUK pPO3pOOJICHHS
IIPOrPaMHOTO 3a0€3MEeUeHHs, 110 € KIIOYOBUM
YMHHUKOM 3a0€3MeUYeHHs CTINKOCTI Be03acTo-
CYHKIB.
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AHAJI3 OCTAHHIX TOCJTIIKEeHb
i myOJrikamiu.

VY cy4acHUX TOCTIIKEHHAX 13 Oe3neKu
Be03aCTOCYHKIB ITPOCTEKYETHCS CTilKa TEHe-
HIliS A0 1HTerpaiii 3aco01B aBTOMaTH30BaHOTO
anaizy y npouecu DevSecOps ta CI/CD, a Ta-
KO JI0 MO€HAHHS CTaTUYHUX 1 JUHAMIYHHUX
METO/I1B BUSBIIEHHS BPa3JIMBOCTEH. 3HAUHA Ki-
JBKICTh POOIT 30cepeykeHa Ha OJ0IaHH1 00-
MEXEHb OKpPeMHX IIIXOIiB, 30KpeMa BHCO-
KOro piBHS XHMOHOIO3UTHUBHUX CIIpPAIfOBaHb
CTATUYHOTO aHAJI3y Ta PECYpPCOMICTKOCTI IH-
HaMIYHOTO TE€CTYBaHHSI.

Y pob6ori [1] mpoBeneHo cucTeMHUM
aHai3 mpoOaeMy XHOHOITO3UTUBHUX CIIPAITIO-
BaHb y CTaTUYHOMY aHali3i, OKPECIEHO Cy-
YacHI MAXOAM JO i1 3MEHIICHHS Ta ITiIKpec-
JeHO AouibHICTh KoMOinyBanHsa SAST i3 iH-
TUMU BUJAMU aHAJI3Y JJIs T ABUIIICHHS MpaK-
TUYHOI LIHHOCTI pe3ynbTaTiB. EdekTuBHICTH
JTUHAMIYHOTO aHalli3y Be03acCTOCYHKIB JIOCIi-
JDKYETBhCSL B po0OOTI [2], e moka3aHo, 1o pe-
3yJbTaTUBHICTh YOPHHUX CKaHEPiB ICTOTHO 3a-
JIEKUTD B1J] IKOCTI BUSABJIEHHS KIHI[EBUX TOYOK
1 mapamMeTpiB, a TAKOX BiJl 0OMEXEHb Ha KiJIb-
kictb HTTP-3anuTis.

KoHmenryanpHi 3acagy IMO€THAHHS
CTaTHYHOTO W JUHAMIYHOTO aHAJI3Y y3arajib-
HeHo y [3], me oOrpyHTOBaHO MiaXif 3MmiIma-
HOTO aHayizy Oe3NmeKku sK Ccrocody MijBH-
IIEHHS MacIITabOBaHOCTI Ta BIITBOPIOBAHOCTI
nepeBipok Oe3neku Be63acTocyHKiB. [IpakTu-
YHI aCMEeKTH 3aCTOCYBaHHS IIa0JIOHHOTO CTa-
TUYHOTO AaHAJI3y [UIsl BUSBICHHS TUIIOBUX
BpaznuBoctedr OWASP Top 10 po3risiHyTo y
po6oTi [4], 10 MATBEPIKYE NOMUIBHICTh BH-
KOPHCTAHHS JIETKOBAaroBHX CTaTHYHUX METO-
JIiB SIK TIOTIEPETHHOTO (DiIbTpa.

[TopiBHSUTBHUHN OIS CydacHUX Iapa-
MeTpiB Oe3rmeku BeO3aCTOCYHKIB 1 TEHICHIIIH
iX pO3BUTKY HaBEACHO Yy AOCIIKEeHHI [5], ne
MIJKPECITIOETECA HEOOXIIHICTh MEPEXO0Iy [0
MOAYJBbHUX 1 aJalTHUBHUX 3ac00IB aHai3y
6esneku. Pobotu [6], [7] mpucBsueHi 3acTocy-
BAHHIO I1HTEJNEKTyaJIbHHUX CHCTEM 1 METOIB
MalIMHHOTO HaBYaHHS JJIsl BUSBJICHHS BTOPT-
HEHb Ta aHOMAJIiH, 10 IEMOHCTPYE MOTEHITIAT
TaKUX MAXOMIB IS 3MEHIIIEHHS KIILKOCTI XH-
OHUX CITpAIIOBaHb 1 MiIBUILIEHHS TOYHOCTI JIe-
TEKIII.
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[MuTanHa iHTEpHIpeTalii Ta Bi3yani3anii
pe3yNIbTaTiB AMHAMIYHOTO TECTYBAHHS y CKJIa-
JTHUX 0araToNpOEKTHUX CEPEAOBUIIAX PO3IIIs-
HYTO B poOoTi [8], a BUKOpUCTaHHS METOJIB
MAIIMHHOTO HaBYaHHs [yl BUSBJICHHS BeOa-
Tak — y pocnimkenti [9]. Lli pobotu migkpec-
JIOIOTh aKTYAJIBHICTh MOETHAHHS KIACHYHHX
METOMIB aHaJi3y 3 IHTEJIEKTYaJIbHUMH IiJIXO0-
JAMH Ta CTPYKTYPOBAaHUM TIOJAHHSM pe3yIib-
TaTiB.

Taxkum YnHOM, aHAJII3 Cy4acHUX myOi-
Kalliif TIOKa3ye, IO aKTyaJbHOIO HAayKOBO-
MPAKTUYHOIO 337a4C0 3aIIMIIAEThCS 1HXKEHE-
pHO OOTPYHTOBaHE KOMOIHYBaHHS CTATUYHOTO
CTPYKTYpyBaHHS MPOCTOPY MONIYKY 3 IiJIhO-
BUMH JTUHAMIYHUMHU TIEPEBIPKaMHU B MEKax
MOJIYJIbHHX 1 MACIITA0OBaHUX apXITEKTYp. 3a-
MIPOTIOHOBAHUM Y JaHii poOOTI Miaxia Bimo-
BiJla€ MM TEHJIEHIIISIM 1 pO3BHBAE X y HaIpsi-
MKy 3MEHIICHHS H/TMITKOBUX TEPEBIPOK Ta
MiIBUIICHHS €(QEeKTUBHOCTI aBTOMAaTH30Ba-
HOTO aHai3y Oe3meku BeOpecypciB.

Mera Ta 3aBAaHHS [AOCJiJKEHH.
Mertoto poboTu € po3poOieHHs: Ta OOTPyHTY-
BaHHS IMIXOAY JIO TMONIYKY BpPa3IUBOCTEH
BeOCalTIiB Ha OCHOBI MOEJIHAHHS CTATHYHOTO
Ta TWHAMIYHOTO aHaJII3y B MOJIYJIbHIN apXiTe-
KTypl CKaHepa, SKUH 3MEHIIY€ HaJIAIIKOBI
3anmuTH 3a paxyHok Hopmamizamii URL-ma6-
JIOHIB, 3a0e3reuye macimraboBaHe OaraToro-
TOKOBE BHKOHAHHS TECTIB Ta (popMye pe3yiib-
TaTH Y BUTJISAL, IPUIATHOMY JUIs IHTETpamii 3
mporecamMu 3a0e3neyeHHs SKOCTI Ta Oe3neKku
MPOTPaMHOTO 3a0€3TICUCHHS.

BukJjiaag 0CHOBHOTo Marepiajy

Bumoru 10 mporpamHoro 3aée3me-
YeHHSI TAa OOIPYHTYBAaHHSI TEXHOJOTiYHHX
pimenb. CyyacHi Be03acCTOCYHKU € 0a30BUM
CepeloBHINEM peaiizamii Oi3Hec-mpoueciB y
chepax €IEKTPOHHOI Komepiii, ¢iHaHCOBHUX
MOCIYT, €JICKTPOHHOTO YPsiTyBaHHA Ta IU(PO-
BUX cepBiciB. BogHovac 3poctanHs (QyHKIIIO-
HAIBHOI CKJIATHOCTI BEOpECypCiB CyIpOBO-
JDKYETHCSI T1IBULIICHHSIM PiBHS PU3HKIB, 3yMO-
BJICHUX SIK TCXHIYHMMH YWHHHKaMH, TaK i
JMroACEKHM (akTopoM. He3Baxkaroun Ha 3Hau-
HUH PO3BUTOK 3aC001B 3aXUCTY, HAHOLIBII 1O~
IMPEHUMH 3aJIUIIAIOTHCS TaKi KJIacu Bpa3iu-
BocTer, sk SQL-1H’€eKk1ii, MiKcaliTOBE BUKO-
HaHHs cueHapiiB (XSS), niapoOka MikcalTo-

Bux 3anutiB (CSRF), a Takox moMunku B Me-
XaHi3Max aBTeHTHIKAIil Ta aBTOPH3AIIii.
EdexTrBHE BUSBICHHS 3a3HAUYC€HUX BPa3IMBO-
cTel moTpeOye BUKOPUCTaHHS CIeliani3oBa-
HUX IMPOrpaMHUX 3ac00iB, OTJISA SKUX OyIo
3/1ICHEHO B MONEPETHBOMY PO3/ILII.

AHaii3 HasBHUX IHCTPYMEHTIB IOKa-
3y€, 10 OUTBIIICTH 13 HUX a00 OpiEHTOBAaHI Ha
By3bKE KOJIO 3a1ad4, abo XapaKTepU3YIOThCS
BHCOKOIO PECYPCOMICTKICTIO Ta 0OMEXEHOI0
THYYKICTIO HAJIAIITYBaHb. Y 3B 53Ky 3 LIUM BU-
HUKa€e HEOOX1IHICTh (hOpMYyBaHHs y3arajibHe-
HUX CHCTEMHHUX BUMOT 10 POTPaMHOT0 3a0e3-
MICYEHHS, SIKE OEAHY€E ePEKTHUBHICTh aBTOMA-
TU30BAHOTO aHAJII3Yy 3 MOKJIMBICTIO aJamnTarlii
70 pi3HUX cleHapiiB BUKopuctanHs. Kiogo-
BUMH BUMOTaMH B LIbOMY KOHTEKCTI € BUCOKa
TOYHICTb CKaHyBaHH:I, IOMipHI BUTPaTH 004u-
CIIIOBAJILHUX PECypcCiB, THYYKI MEXaHi3MHU
KoH(Iiryparii, maTpuMKa iHTerpailii 3 iHIMMH
3aco0aMu Oe3meKu uepe3 CTaHIapTH30BaHI
dbopMaTu JaHWX, a TAKOXX MOXIIUBICTH MOJa-
JIBIIOTO PO3MUPEHHS (DYHKITIOHAIBHOCTI.

Ha ocHoBI 3a3HaueHUX MipKyBaHb c(ho-
PMYJIBOBAHO TaKi CHCTEMHI BUMOTH JIO PO3PO-
OJIIOBAaHOTO NPOIPAaMHOI0 3a0e3MeueHHs: 3a-
0e3neyeHHs KpocIuiaTpOopMHOT pOOOTH 3 MiAT-
PUMKOIO OCHOBHMX OINEpalliifHUX CHCTEM; BH-
KOPUCTaHHS MOJYJBHOI apXiTeKTypH, 10 JO-
3BOJISIE JOJJaBATH HOB1 THUIH IIEPEBIPOK O€3 MO-
mudikamii sapa; MIHIMAIBHHNA TIOPIT BXOTY
JUTSL THTETpallii 13 30BHINIHIMH 1HCTPYMEHTaMH
Ta MpoLEecaMy; MATPUMKA JEKUTBKOX Popma-
TiB 3BITHOCTI, 30kpeMa, HTML 1 JSON njist mo-
JATBIIOTO aHANI3Y PE3yIbTaTiB.

BigmoBigHO 10 BU3HAYEHUX BUMOT 00-
TPYHTOBAHO BUOIP TEXHOJOTIYHUX PIllICHb. 3a
OCHOBHHUH cI10CIO B3a€MOJIi 3 KOpUCTyBaueM
oOpano iHTepdelic KOMaHIHOTO PsAIKA, 110 3a-
Oe3reuye MPOCTOTY PO3TOPTaHHS, 3PYYHICThH
aBTOMATHU3aIlil Ta iHTerpaii 3 IHIIUMHU CUCTE-
MaMH, a TaKOX BIJICYTHICTb NOTPeOH y J0/1aT-
KOBil cepBepHiil iHppacTpykTypi. s peari-
3amii mporpamMHOro 3a0e3nedeHHs] BUKOpPHUC-
TaHO MOBY IIPOTpaMyBaHHsI Java, sSika rapaHTye
KpocI1aTGOpMHICTh, HaJla€ PO3BUHEH] 3ac00U
JUIsl TTapaJieIbHOr0 BUKOHAHHS 3aBAaHb 1 Mic-
TUTB 3pLTYy eKocucTeMy 010110TeK 17151 poOOTH
3 HTTP-nipoTok010M Ta MOJIyJIbHOIO apXiTeK-
TypOIO.

@OyYHKIIOHAJBHY JIOTIKYy pOOOTH cHcC-
TeMu GopMmanizoBaHo 3a gornomororo BPMN-
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Puc. 1. Cxema GizHec-niporiecy «Ilomyk Bpa3nmuBocTeil BeOcaTy»

Mozen Oi3Hec-mporiecy «llomryk BpazmuBoc-
Teit BeO-caiity» (Puc.1).

BignoBigHo 10 1Mi€l Moneni KOPUCTY-
Bay IHIIIIO€ TPOIIEC, 3a/1al0uu ajpecy BeOpe-
Cypcy UIsl aHaji3y Ta, 3a MOTpeOu, T0AATKOBI
napamMeTpH, 10 BU3HAYAIOTh MPIOpUTETH a0
OOMeKeHHsI TeCTyBaHHs. Y pa3l HEKOPEKTHO-
CT1 BBEICHUX JIaHUX 200 HEJOCTYIMHOCTI pecy-
pcy cucrema (GopMmye MOBITOMIICHHS TIPO TO-
MuIKy. Jlami 371HCHIOETBCS MOCHII0BHE a00
napajenbHe BUKOHaHHs Habopy MepeBipoK Ha
HasIBHICTH BPa3JIMBOCTEH, M1 Yac sIKOTO KOpU-
CTyBa4 MOX€ OTPUMYBATH IOTEPEIKYBaIbHI
MOB1JOMJICHHS TIPO BUSIBIICHHSI KPUTUYHHX PH-
3UKiB. 3aBepIlajJbHUM €TanoM € (popMyBaHHS
3BITY 3 pe3yJibTaTaMM aHajiizy Ta iHpopMmy-
BaHHS KOpPHUCTyBauya Mpo Micle Horo 306epe-
KEHH.

3anpornoHoBaHa CYKYMHICTb BUMOT 1
TEXHOJIOTIYHUX PIlIEeHb CTBOPIOE OCHOBY IS
peanizaiii maxoay, 10 BiAMOBITAaE METI JTOC-
JDKEHHs Ta 3a0e3nevye NMpakTUYHYy Npuiat-
HICTh CHUCTEMH /IS aBTOMAaTH30BaHOTO IIO-
IIYKY Bpa3jMBOCTEH BEOCANTIB.

Kom0inyBaHHSI CTATHYHOIO i JMHA-
MIiYHOro aHaJizy. 3anponoHoBaHUi y poOOTi
MiJIXi7 10 TOIIYKY BpasIWBOCTEH BeOCAMTIB
0a3yeThCs HAa TIOEAHAHHI METOIB CTATUYHOTO
Ta IMHAMIYHOTO aHaJTi3y B MEKaX €JIMHOTO Ke-
POBAHOTO TIPOIleCY CKaHyBaHHs. Take KOMOi-
HYBaHHS JI03BOJISIE€ 3MEHIIIUTH HAJTUIIKOBICTD
JUHAMIYHUX TIEPEBIPOK, MIJABUIIUTH BiJTBO-
PIOBAHICTh pe3yJbTaTiB Ta ONTUMI3yBaTH BH-
KOPUCTaHHS OOYMCIIOBAIBHUX 1 MEPEKEBHUX
pecypciB 6€3 BTpaT TOBHOTH aHAII3Y.

Ha mnepmomMy erami 3acTOCOBYETHCS
CTaTUYHUU aHalli3 BeOpecypcy, sIKUil BUKOHY-
€ThCsl 0€3 aKTUBHOI B3a€EMOJIT 3 JIOTIKOIO Cep-
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Bepa. Y Mexkax 11bOro eTary 3/11HCHIOEThCS 10~
Oyz0Ba Manu calTy 3a JOIOMOI'OI0 MOIIYKO-
BOro po6ora, anani3 ctpykrypu HTML-noky-
MEHTIB, (OpM BBEACHHS JaHUX, TAPAMETPU30-
Bannx URL Ta HTTP-3aronoBkis. Pe3ynbTa-
TOM CTaTUYHOTO aHAJi3y € MHOKMHA BUsIBIIE-
HUX KIHIICBUX TOYOK, SIK1 MOTEHIIIMHO MOXYTh
OyTH Bpa3IMBUMHU JI0 €KCILTyaTallii.

Hexait U — muoxwuna Bcix URL-anpec,
BUSIBJIGHUX Y Tpoiieci 00xoay BeOpecypcey. 3
METOI0 3MEHIICHHS HAaUITMIIKOBOTO CKaHY-
BaHHS BUKOHY€ThCsl HopMmautizanis URL-mab-
JIOHIB, y XO/1 SIKOi IMHAMIYHI MapaMeTpu (du-
cioBi ineHTudikaropu, UUID, xemi To1o) 3a-
MIHIOIOTBCSl y3araJlb-HeHHUMH Mapkepamu. Y
pe3ynbTari POpMy€eThCS 3MEHIIIEHAa MHOXKHHA
JIOTIYHO YHIKQJIBHUX MA0JIOHIB:

U, S U.

JUis1 KOXKHOTrO HOpMasli30BaHOro mao-
JoHY U € U,, BU3HAYAETHCSI MHOKMHA ITapamMe-
TpiB P(U), 110 BUKOPUCTOBYIOTHCS y 3aITUTaX
abo ¢opmax BBeneHHs AaHUX. Toai MHOXKHHA
TECTOBUX TOYOK JIJISl TMHAMIYHOTO aHAJIi3y BH-
3HAYA€THCH SIK:

TakuMm YWHOM, JAMHAMIYHI MEPEBIPKU
BUKOHYIOThCS He s Beix BusiBieHux URL, a
JIMIIE JUTsl y3araJIbHeHUX 1a0JIOHIB 1 1OB’s13a-
HUX 13 HUIMH TIapaMeTpiB, 10 iCTOTHO CKOPO-
gye kinbKictb HTTP-3anuTiB.

EdexTuBHICTh TAKOTO TTOETHAHHS CTa-
TAYHOTO Ta JAUHAMIYHOTO aHaJi3y MoOXe OyTH
KUIBKICHO OIIIHEHA 3a JIOTIOMOTOI0 Koedillie-
HTa PEAYKIIii 3aIuTiB:
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| Up |
R=1- ,
| U |
ne | U | — KibKiCTh MEPBUHHO BHSIB-
nenux URL, a | U,, | — KiIbKICTh HOpMaJIi30-

BaHux URL-ma6noniB. 3HaueHHs IIi€i MeT-
PUKH XapaKTepU3Ye€ CTYITiHb 3MEHIIICHHS Ha/l-
JTUIIKOBUX TIEPEBIPOK 3a PaxXyHOK IMOMEpe-
HBOT'O CTATUYHOTO aHaNI3y.

Ha npyromy etami 3miiiCHIOETBCS TTU-
HaMIYHHI aHami3, KU MOJIIrae y BUKOHAHHI
akTuBHUX TecTiB BpasznuBoctedd (DAST) s
KOXHOI Touku t € T. JIuHaMiuHI TEPEBIPKU
peani3yroThCsl y BUTJIAI 130JbOBAHUX ACHHX-
POHHHUX 3aJ1a4, 0 BUKOHYIOTHCS TapaielbHO
Ta BUKOPHCTOBYIOTh DPi3HI KOPHCHI HaBaHTa-
xeHHs (payloads) 3anexHo Bi Kilacy Bpasiiu-
BocTl. Takuil maxig JO3BOJISIE IIOEIHATH TIU-
OuHy aHamizy 3 NPUHHATHUM YacoM BHUKO-
HaHHS Ta KOHTPOJbOBAHUM HABaHTAXKCHHSM
Ha IUTOBUH pecypc.

3aranpHU  KOHBEEpP KOMOIHYBaHHS
CTaTMYHOTO 1 ITMHAMIYHOTO aHaJi3y B PO3p00-
JIEHIH CUCTEMI TIOIIIYKY Bpa3IUBOCTEH BeOCaii-
TiB HaBenleHO Ha puc. 2. [IpeacraBneHa cxema
UTIOCTPY€E TOCIITOBHICTD MEPEeX0ay Bia Tep-
BHHHOTO 300py iH(popmartiii mpo Bedpecypc 10
BUKOHAHHS IJIbOBUX JMHAMIYHUX TEPEBIPOK
Ta arperyBaHHs pe3yJIbTaTiB y €IUHUH 3BIT.

Web resource

Static analysis
(HTML, DOM, forms, URLs)

URL normalization

Selection of test points

Dynamic analysis (DAST)
(payload injection)

Result aggregation

Puc. 2. KonBeep koMOiHyBaHHS CTaTHU-
YHOTO Ta JUHAMIYHOTO aHaJI3y Y CUCTEMI T0-
LIYKY Bpa3IMBOCTEH BeOCaNTIB

VY3arajgpbHeHO MpoLec KOMOIHYyBaHHS
CTaTUYHOTO Ta TUHAMIYHOTO aHAJ3y MOXKe
OyTH MOJAHUH y BUIJISLII KOMIIO3HUIIT oniepaTo-

piB:
A = DAST(SAST(W)),

ne W — ninboBuii BeOpecype, SAST (+) — ome-
paTop CTaTMYHOIO aHalli3y, o POpMYyE CTPY-
KTypy TeCcTOBUX TouoK, a DAST(+) — omepartop
JMHAMIYHOTO TECTYyBaHHS, KM BUKOHYE akK-
TUBHI NIEPEBIPKHU Ha BPa3IMBOCTI.

3anponoHOBaHUN MiAXiA JO3BOJISE M10-
€THATH TIEPEeBard CTAaTHYHOTO aHaji3y, 30K-
pema, MacmTaboBaHICTh 1 HU3bKY 1HBA3HB-
HICTb, 13 TOYHICTIO Ta MPAKTUYHOIO 3HAYYIIIi-
CTIO AMHAMIYHOTO TecTyBaHHA. Lle 3a0e3neuye
3MEHILIEHHS! HAJUIMIIKOBUX 3alMTIB, IMiJBHU-
HIeHHS e()EeKTUBHOCTI CKaHYBaHHS Ta MpUAAT-
HICTh CUCTEMH JI0 BUKOPUCTAHHS B aBTOMATH-
30BaHUX Mporecax 3a0e3NedyeHHsi SKOCTI Ta
Oe3rexu Be03acTOCYHKIB.

ApXiTeKTypa nporpamMHoro 3adesmne-
YeHHSI CHCTeMH TOLIYKY BPa3iuBOCTeN.
Jlist peanizaliii 3anporoOHOBAHOTO MIIXOAY 10
ABTOMATHU30BAHOTO TOLIYKY BPa3JIMBOCTEH
BeOCalTIB 00paHO MOIYJBHY apXiTeKTypy
IPOrpaMHOTO 3a0e3MedYeHHs] 3 MiATPUMKOIO
po3mupeHHs (YHKIIIOHAIBHOCTI 4epe3 Iia-
rinu. Taka apxiTekTypa 3a0e3nedye THy4YKiCTh
CUCTEMH, ii a/IarTaIlito 10 pi3HUX KJIaciB Bpa3-
JIUBOCTEH 1 MOKITUBICTh €BOJTFOIIHHOTO PO3BH-
TKy 0e3 Moaudikarii spa.

ApPXITEKTYpHI PIIICHHS TPYHTYIOTHCS
Ha BUKOPHUCTaHHI yCTAJIEHUX MPOEKTHUX T1aTe-
PHIB, TI0 JI03BOJISIE TOCSTTH OAaHCY MiXK PO3-
IIMPIOBAHICTIO, TPOIYKTUBHICTIO Ta 3pYyYHi-
CTIO cyrnpoBoay. KoskeH T nepeBipku Bpas-
JUBOCTEH peani3yeThCsl SIK OKPEeMHM IUIariH,
KWW TUHAMIYHO TT1IBAHTAXXYETHCS I11]T YacC BH-
KOHAHHS, 10 CIPOIIY€ J0JAaBaHHS HOBUX al-
TOPUTMIB CTAaTHYHOTO Ta JAMHAMIYHOTO aHa-
mi3y. Peanizariis miarinHOro MexaHizmy 0a3zy-
etbes Ha Java ServiceLoader API ta 3a0e3rme-
4ye 130751110 MOAYJIIB TECTYBAHHS 1 3HUKCHHS
PU3UKY MOIINPEHHS TTOMUIOK MK KOMITOHEH-
TaMH.

B3aemonisi kopucTyBada 3 CHCTEMOIO
oprasizoBaHa uepe3 iHTepdeiic KOMaHIHOTO
psnka 13 3actocyBaHHsAM natepHy Command,
10 JI03BOJISIE BIIOKPEMUTH OOpPOOKY KOMaH
BiJl O13HEC-JIOTIKU Ta COPOCTUTH PO3LIUPEHHS
HaOopy ¢yHkuii. Peanizamis mexaHi3MiB Tec-
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KopucTtyBsay
[ ®axiseus abo eHTY3iacT i3

nuTaHbL Deanexu |

Buxopucroeye
ANS CKaHyBaHHA

Po3po0HMK
[ TexHIYHMA

daxiseus |

OrnoenKOE
cucTemy

/

N3 anAa nowyky
BpaznuMBOCTen Beb-canTis
[ Java CLI Application ]

CxaHye Ha BpasnueocTi
[HTTP/HTTPS]

h 4

Uinsosun sed-cant

Puc. 3. [liarpama C4 Model nepmroro piBHs

TyBaHHS BPa3JINBOCTEH I'PYHTYEThCS Ha IaTe-
pHi Strategy, sikuii 3abe3nedye B3aeMoO3aMiH-
HICTh aJTOPUTMIB BUSIBIICHHS Ta MIATPUMYE
KOMOIHYBaHHSI CTAaTHYHUX 1 JMHAMIYHUX Me-
TOIB aHATI3y B Me&XaxX OJHOTO IMPOIECy CKa-
HyBaHHSI.

Jlns miABUIIEHHS TPOAYKTUBHOCTI CH-
cTeMa MiATpuMye 0araTornoTOKOBE BUKOHAHHS
MepeBIPOK 13 BAKOPUCTAHHIM MEXaHi13MIB Java
Concurrency API. [TapanenbHe BUKOHAHHS He-
3aJIe)KHUX TECTIB JI03BOJISIE CKOPOTUTU 4ac
aHalizy Ta 3a0e3MeYnT MacITabOBaHICTh HA
OaratosiiIepHUX OOYHUCITIOBAILHUX IIATHOP-
Max.
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30epiraHHs CUTHATyp BpPa3JIUBOCTE,
11a0JIOHIB TECTYBAaHHS Ta Pe3yJbTaTiB CKaHy-
BaHHS peajizoBaHO y (opmaTi CTpyKTypoBa-
HuX JSON-(aiiniB 6e3 BUKOpUCTaHHS 30BHIIL-
Hix CYB/I. Take pimieHHs niABUILY€E TOPTATH-
BHICTh MPOrpaMHOro 3a0e3NedeHHs Ta CIpo-
IIy€ WOTro PO3rOpTaHHs 1 OHOBIICHHS. ApXiTe-
KTypa CUCTEMH Y3TO/KYETHCS 13 MPUHIUIIOM
€IMHOI BIAMOBIJATHHOCTI Ta Mepeadavac it-
KUHA po3moAil GPyHKIIH MK MOJyJIeM KOMaH-
JTHOTO 1HTEpdeiicy, sSIpoM KepyBaHHS Ipole-
COM aHali3y, MiJICHCTEMOI IUJIariHiB, MOJIY-
JISIMA CKaHyBaHHsSI Ta (JOpPMyBaHHS 3BITIB, IO
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Kopucryeay
[ @axizeys 200 eHTY2IACT i3

N1TaHe Geznexru |

Cucrema mogynie

[ Java Service Loader )

BukopHCTOBYE bibnioTeka curHatyp
CMIHATYDK [ JSON dhainu |

Bukopucroeye
Ta Bsacmogie

3asaHTaxye
nnariHu

Mepenac pesynsTam

CLI IuTeptpenc Mepegas

) . KOMaHau
[ Java + Picocli ]

Appo cuctemm

[ Java Core ]

Moaynsb 3BiTyBaHHA

[ Java + LaGnoxizaTop ]

BUKOPHCTOBYE NPK
HTTP sanurax

[ Apache HTTF ]

Moaynb KOMyHiKauii Haacunae Moaynb KOMyHiKauii
HTTP / HTTPS
SanATH [ Apache HTTP]

Puc. 4. Jliarpama C4 Model apyroro piBHs

CIPOIIY€E TECTYBaHHS, CYIPOBI 1 MOAAIBIINN
PO3BHUTOK CHCTEMH.

3aranpHa CTPYKTYpa CHUCTEMH Ta B3a€-
MoJiist i KOMIIOHEHTIB BioOpakeHi 3a JOIo-
mororo miarpam C4 Model meproro ta apy-
roro piBHiB (pucyHku 3 i4).

Jlns HAOYHOTO TONAHHSA CTPYKTYpH
IPOrPaMHOT0 3a0€3MeUYeHHs Ta B3aeEMOIIT Horo
CKJIQJIOBHX Y poOOTi BUKOpHCTaHO HOTamito C4
Model, sika 103BOJISIE TMOETAMHO JAETalli3yBaTH
apXiTEKTypHI1 PIIIEHHS BiJ] 3araJlbHOr0 KOHTEK-
CTy JI0 piBHSI OKPEMHX KOMIIOHEHTIB.

Hiarpama mnepmoro piBHa (Context
Diagram) BizoOpakae cucTeMy IOIIYKY Bpas-
JMBOCTEH SIK €IMHOTO TPOTPAMHOTO KOMILIE-
KCy, 1110 B3a€MO/II€ 3 KOPUCTYBaueM Ta 30BHi-
IIHIMU BeOpecypcaMu, sIKl MiAIsAraloTh aHa-
mi3y. Ha mpoMy piBHI akueHT 3poOieHo Ha
POJIl CUCTEMH B 3arajbHOMY IIpolieci 3abe3re-
yeHHs Oe3neku BeOcaiTiB Ta ii iHTerpariii B po-
004l clieHapii BUKOPUCTaHHSI.

Hiarpama apyroro piBHs (Container
Diagram) paeranidye BHYTPIIIHIO CTPYKTYpYy
CHCTEMH, BHOKPEMITIOIOYM OCHOBHI KOHTEH-
HEpU Ta MOJIYJI, 30KpeMa, KOMaH/IHUI 1HTep-
deiic, sapo KepyBaHHA IPOLIECOM CKaHy-
BaHHs, MIJICUCTEMY IUIAriHIB, MOIYJb BUKO-

HaHHS TECTIB 1 migcucreMy (GpopMyBaHHS 3Bi-
TiB, a TAaKOX 1XHI iHQOpMarliitHi moroku. Taka
JIEKOMIIO3UIIIST JTO3BOJIIE YITKO IMPOCTENKUTH
PO3MOJIIN BIAMOBIIATHHOCTI MK KOMIIOHEH-
TaMu Ta OOIPYHTOBY€E BUOIp MOAYJIBHOI apXi-
TEKTYpH SIK OCHOBH JJIs peaji3allii 3alporoHo-
BAHOTO MiAXOMy [0 IMOIIYyKY Bpa3IMBOCTEH
BeOCaMTIB.

KoHcTpyloBaHHSI NPOrpaMHOro 3a-
0e3nevenHs. [Iporpamua peanizaiiisi CucTeMu
MOILIYKY Bpa3iaMBOCTeH BeOcailTiB Oa3yeThbCs
Ha CyKYMHOCTI aITOPUTMIYHUX Ta IHKEHEPHUX
pillieHb, CIIPSIMOBAHUX Ha MiJBUILEHHS edek-
THUBHOCTI BUSIBJICHHS BPa3JIMBOCTEN 1 ONTUMI-
3allil0 BUKOPUCTAHHS O0UHCITIOBAIBHUX pecy-
pciB. Peanizariiss BukoHaHa y BUTIISAI HAOOPY
B3a€MOJIIIOYMX KOMIIOHEHTIB, 1HKAaICyJIbOBa-
HUX Yy BIAMOBIJHI KJIacu 3 NMEpPEeBU3HAYECHHAM
0a30BHX METO/IB Ta MOAUDIKAIIEIO TPATUITIH-
HUX MAXOAIB N0 aHamizy BeOpecypciB. [lo
KITIOYOBUX (DYHKIIIOHAIBHUX KOMIIOHEHTIB CHU-
CTEeMH HaJIeXaTh IHTEJICKTYaJIbHUH MOIIYKO-
BUI poOOT, HAbip TECTiB Bpa3IMBOCTEH Ta Me-
XaHI3MH  3aMo00IraHHs I[HUKIIYHOMY BHKO-
HaHHIO TpoLeciB ckaHyBaHHA. OCHOBHI KOM-
MOHEHTH Ta BIAMOBIAHI AJITOPUTMIYHI Pi-
IIEHHS] CHCTEMH y3arajbHeHo B Tabm. 3.1.
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Tabmuis 1. OCHOBHI KOMITOHEHTH Ta aJITOPUTMIUHI PIIIEHHS CUCTEMHU

KommnonenT IIpusnavyenus

Kurouosi anropurmivni / iHxkeHepHi
pilIeHHs

URL-HopMamizartis
CKaHyBaHHS

YCYHCHHSI HaAJIHUIITIKOBOI'O

VY3aranbHEeHHs JUHAMIYHUX TapaMeTpiB
URL 3a mabiaonamu

Web crawler [ToOynoBa manu caiity

PexypcuBHUil 00Xi1 3 00MEKEHHSIM TJIH-
OuHU Ta QUIBTPAIIIEIO

Monyi TecTyBaHHS

BusiBnenns BpasnuBocrei

Strategy-marepH AJis pi3HUX TUIIIB aTaK

[TapanenbHuil BUKO-

ITpuckopeHns aHamis
HaBellb P P y

ExecutorService, acHHXpOHHA arperais

Monaens janux

30epiraHHs pe3yJbTaTiB

Heswminni ctpykrypu, JSON-cepiaiza-
misg

CLI-inTepeiic

B3aemonist 3 kKopucTyBaueMm

Command-nareps, Picocli

LleHTpasibHUM €IEMEHTOM JIOTiKU aHa-
ni3y € anroput™ Hopmamisanii URL-ma6mo-
HiB, peali30BaHUil y MOAYII MONEpeaHbOT 00-
poGky fnanux. Moro mpusHauyeHHs momsrae B
YCYHEHHI HaJUIMIIKOBOIO CKaHyBaHHS CTOpi-
HOK 3 1IEGHTUYHOIO CTPYKTYPHOIO JIOTIKO¥O, SIK1
BIJIPI3HSAIOTHCS JIUIIC 3HAYCHHSMHU JMHAMIY-
HUX TMapaMeTpiB. AJITOPUTM BUKOHYE JIEKOM-
no3uniro URL-agpecu Ha cermMeHTH Ta 3acTo-
COBy€ HalIp peryjaspHUX BUpa3iB JJIA BUSB-
JICHHA THUIOBUX 3MIHHUX 1AeHTU(IKAaTOPIB
(UUID, 4ucnoBi Ta MIICTHAALSITKOBI 3HA-
YCHHSI, XCIIl), SKI 3aMIHIOIOThCS y3arajabHe-
HUMHU Mapkepamu. lle nmo3Bosisie arperyBaTu
MHOXUHY pakTnuyHuX URL B enunmii maGion
JUIS TIOJANBIIOTO TECTYBAHHS Ta ICTOTHO CKO-
POTUTH Yac CKaHyBaHHS 0e3 BTpaTH MOBHOTH
aHam3y.

[ligBumeHHsT TPOAYKTUBHOCTI CHC-
TEMU JIOCSTAETHCS 32 paXyHOK 0araTronoToko-
BOT'O BUKOHAHHS MIEPEBIPOK 13 BUKOPUCTAHHAM
MyJly MOTOKIB, pO3MIp SIKOTO KOH(DIrypyeTbes
BIJIMOBITHO JI0 amapaTHUX MOXJIMBOCTEH Tuia-
Thopmu. KoxxeHn tect Ha BpaznusicTh (SQL-
i’ exmii, XSS, CSRF To1110) BUKOHYETHCS SIK
130/1bOBaHE ACHUHXPOHHE 3aBJaHHA 3 MOJAllb-
OO arperarfiero pe3yibTariB, o 3a0e3euye
edeKTUBHE BUKOPHCTAHHS 0araTosIepHUX CH-
CTE€M 1 CKOPOYCHHS 3arajlbHOTO Yacy aHalli3y.

[Tporiec MiArOTOBKH NaHUX MiATPUMY-
€THCS 1HTEJIEKTYaJIbHUM TIOIIYKOBUM PO0OO-
TOM, SIKHIl peaji3ye peKypCUBHUI 00Xix
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BeOpecypcy 3 OOMEKEHHSIM ITHOUHU Ta (Dib-
TpaIli€l0 CTaTUYHUX pecypciB. Takuil miaxina
703BOJIsIE chopMyBaTH Mary cauTy, 30cepe-
JDKEHY Ha MOTEHIIIHO BPa3JIMBUX €JIEMEHTaXx,
30KpeMa, CTOpiHKax i3 (jopmMamMu BBEICHHS Ta
napaMeTpU30BaHUMU 3aIIUTaMHU.

[TporpamHa CTpyKTypa CUCTEMH MOOY-
JIOBaHa BIATOBIAHO J0 MPUHIIMIIB 00’ €EKTHO-
OpIEHTOBAHOTO TPOTPAMyBaHHS 3 BHUKOpPHC-
TaHHSIM YCTaJIEHUX IAaTepHIB NMPOEKTYBAHHS.
[Tatepn Factory yHi(ikye cTBOpeHHSI MOIYJIiB
TecTyBaHHs, Strategy 3a0esnedye B3aeMo3a-
MIHHICTh QJITOPUTMIB BUSBJICHHS BpPa3IHBOC-
teid, Builder BUKOpUCTOBY€ETBCS 17151 THYYKOTO
¢dopmyBaHHST KOH(irypamiii CkaHyBaHHS, a
Command peanizye B3aEMOJIIIO 3 KOPHCTYBa-
yeM uepe3 iHTepdelic KOMaHIHOTO psJIKa,
CIPOIIYIOYM aBTOMATH3Allll0 BUKOPHUCTaHHS
IHCTpyMEHTA.

Mopenp 1aHMX CUCTEMH CIPOEKTOBAaHA
Ha OCHOBI HE3MIHHUX CTPYKTYp, IO TapaHTye
KOpEKTHICTb poOOTH B yMOBax 0araTromnoTOKO-
BOro jgoctyry. OCHOBHHMH CYTHOCTSIMH € MO-
JIeNi Bpa3JIMBOCTEH, pe3ysIbTaTu CKaHyBaHHS Ta
KOHTEKCT BUKOHAHHS, SIKUM 30epirae KOHQIry-
pauito Ta cran HTTP-kmienTa. Takuit miaxin mo-
3BOJISIE yHUKHYTH CTaHIB TOHKH Ta 3a0€3MEUUTH
IUTICHICTB IaHKX TI1JT 9ac mapanensHoi 00poOKH.

3 ypaxyBaHHSIM IOPTATHBHOTO Xapak-
Tepy 1HCTpYMEHTa 30epe’KeHHs 1aHuX pealli-
30BaHO 0e3 BuKopucTaHHs pessiiinux CYB/]
— Ha OCHOBI (ailyioBoi cucremu y (opmarti
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JSON. Pesynbratu aHamizy 30epiratloTbCs y
CTPYKTYPOBAaHOMY,  JIIOJMHOYHTAOCITHHOMY
BUTJIAAL, IPUAATHOMY JUIS HOJAJIBIIONO aHa-
73y Ta ekcropty. KopucHi HaBaHTa)KeHHS 1151
TECTIB TaKOoX 30epiraroThCs y 30BHIMIHIX
JSON-pecypcax, mo 103BOJIsi€E OHOBIIIOBATH
0a3y 3HaHb CUCTEMH 0€3 MEePEKOMITUISIIT ITPO-
IPaMHOTO KOJy.

TexHonoriunuil cTek peamisaiii 6a3y-
€THCSI HAa MOBI ITporpamyBaHHs Java ta 0i0io-
TeKax 3 BIAKpUTHM KojoMm. Jlis peamizarii
CLI-inTepoeiicy Bukopucrano Picocli, mepe-
JKeBa B3aeMOJIis 3aiiicHioeThes yepe3 HTTP-
kimient OkHttp, ananiz HTML-kony — 3a no-
IIOMOT010 Jsoup, a cepianizanist 1aHux — 610-
miotekoro Jackson. JloryBanHs peasnizoBaHoO 3
BukopuctanuaM SLF4J 1 Logback, Bizyamniza-
il Tporpecy 3abesnedyroTh Jansi  Ta
ProgressBar, a 36ipka i kepyBaHHS 3aj1€XKHOC-
TSMHU BUKOHYIOThCS 3a gonomororo Gradle.

AHaJIi3 AKOCTI MporpaMHoro 3aes-
neyeHHsl. 3 ypaxyBaHHSIM (YHKIIOHaJIbHOIO
NPU3HAYEHHS Ta apXiTEeKTYpHHUX OCOOIMBOC-
Tel po3po0ICHOI CUCTeMHU JUTsl TIOITYKY Bpas-
JUBOCTEH BeOCaMTIB SIKICTh MPOrpPaMHOro 3a-
Oe3reueHHs OIIHIOBAJIACS 33 TPUKIIAIHO-0Pi€e-
HTOBaHUMH METPUKAMH, 1110 BiJOOpaKalOTh K
e(eKTUBHICTb BUSBIIEHHS 3arpo3, Tak 1 MpoJIy-
KTUBHICTb POOOTH cucTeMH. J{0 HUX HajeXaTb
TOYHICTh 1 OBHOTA, KOE(IIEHT PeAyKIli 3a-
IIUTIB Ta MPOITYCKHA 3/1aTHICTb.

MeTtpuku TOYHOCTI (precision) Ta MoOB-
HotH (recall) Bu3Hayanucs Ha OCHOBI TeCTy-
BaHHS CHCTEMU Ha 3a3JaJIeTib BIJOMUX Bpas-
JUBUX Be03aCTOCYHKaX 1 XapaKTepu3yIOTh
3/1aTHICTh KOPEKTHO 1eHTU(]IKYBaTH peaybHi
BPAa3JIMBOCTI, BIIPI3HATH iX BiJ XUOHUX crpa-

LIOBaHb 1 3a0e3MmeuyBaTH MOKPHUTTS B1IOMHUX
KJIACiB 3arpo3 y MpoIeci CTAaTHYHOTO Ta TWHA-
MIYHOTO aHami3y.

KoedimienT peaykuii 3anuTiB BUKOPH-
CTaHO ]I OI[IHIOBAaHHS €(DEeKTUBHOCTI allTOpH-
t™y HOopMautizanii URL-mabnoHniB i xapakre-
pu3sye 3MeHmeHHs kinbkocti HTTP-3anuTiB 3a
paxyHOK YCYHEHHsS IyONbOBaHHMX JOTTYHHX
CYTHOCTEM 0e3 BTpaTu MOBHOTH aHamizy. [Ipo-
MMyCKHA 3JITaTHICTh CHCTEMH BijoOpakae edek-
THUBHICTh peajizaiii 6araTornoToKoBOi apXite-
KTypu Ta HakinaaHi Butpatd HTTP-kmienrta
OkHttp, BU3HAYarO4YM KUIBKICTh 3alMTIB, IO
00pOOJIAIOTHCS 32 OJUHUITIO Yacy.

ExcnieprMeHTanbHa mepeBipKa sIKOCTI
MPOTpaMHOTO 3a0e3MeveHHs] BUKOHYBAJIacs 3
BUKOPHUCTAHHSIM €TAJIOHHUX Bpa3INBUX BeO3a-
ctocyHkiB OWASP Juice Shop 1 OWASP
WebGoat, a Takox BIaCHUX €KCIIEPUMEHTAIb-
HUX MPOEKTIB.

VY mporeci onTuMizallii aaropuTMiB Ta
apXiTEKTypHUX pillIeHb OyJ0 AOCSATHYTO 1CTOT-
HOTO TIOKpAIlleHHs NPOJYKTUBHOCTI: Yac po-
00TH MOIIYKOBOTO poOOTa CKOPOTHUBCS HpUO-
J3HO 3 30 XBMJIMH 10 2 XBIWJIHH I TUIIOBOTO
crieHapito anamizy. [IpormyckHa 34aTHICTh CHC-
TEeMHU CTaHOBUTH Oyin3bKo 150 3amuTiB 3a cexy-
HAY JUI JIOKaJIbHO PO3TOPHYTHUX PECYPCIB 1 J10
10 3anuTiB 3a CEKyHy Ui BiJUTaJICHUX CaNTIB.
[Tig gyac TecTyBaHHS MiATBEP/HKEHO 3ATHICTD
wiaTopMu ePEeKTUBHO BUSBIATH NPOOIEeMHU
koH(iryparii CORS-3arosoBkiB, mapameTpis,
noTeHIiitHo Bpa3muBux A0 SSRF, a Takox iH1I
MoLIMpeH1 KOHPIryparliiiti Ta JIOriyHi BaJu 3a-
JISKHO BiJ| cTIelU(iKU IILTOBOTO PeCypcy.

OCHOBHI pe3yJIbTaTH EKCIIEPUMEHTa-
JHHOT OI[IHKU y3arajabHeHo B Tabl. 2.

Tabmuus 2. Pe3ynbraTv OLIHIOBaHHS SKOCTI Ta MPOAYKTUBHOCTI MPOrPAMHOT0 3a0e3MeueHHs

OTtpumane 3Ha-

Metpuka YMoOBM TeCTYBaHHSA
YeHHS
Yac poboTH MOIIyKoBOTo podoTa o ontumizartii ~30 xB
Yac poboTH MOIIyKoBOTo podoTa [Ticns omTumizamii ~2 XB

[IpomyckHa 37aTHICTD

JlokanbHO PO3TOPHYTHI pecypc

~150 3anuTis/c

[IpomyckHa 37aTHICTD

Bignamenuii BeocaiT

~10 3anuTis/c

Bussnenns CORS-BpaznuBocreit

OWASP Juice Shop, WebGoat

Vcemimge

BusiBneHHs mapaMeTpiB, Bpa3lIMBHUX JIO
SSRF

ETanoHHi Ta BIacHi MPOEKTH

Vcmimge
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OOroBopeHHsI pe3yJbTaTIiB Ta
NepPCneKTUBU PO3BUTKY

OTpuMaHi pe3ynbTaTd MiATBEPIKYIOTh
JOLUTBHICTh 3alPOTIOHOBAHOTO TIAXOAY [0
MOIIYKY Bpa3jiMBOCTEH BeOCATIB HAa OCHOBI
MOETHAHHS CTATUYHOTO W JIMHAMIYHOTO aHa-
73y B MeXax MOJIyJIbHOT apXiTekTypH. Excrie-
pPUMEHTAIIbHI JIaHI CBIYaTh, MO MOTEPEIHS
cTaTUYHa 00pOOKa y BHUIJISA/I MOOYA0BH Mamu
caiity Ta HOopMmaumizaiii URL-mabnoHiB icTo-
THO 3MEHIIY€ HAJIUIIKOBICTh JUHAMIYHUX
MEPEBIPOK 1 JTO3BOJIIE CKOPOTUTH 3arajibHUMA
Yyac CKaHyBaHHs 0e3 BTpaTy MOBHOTHU aHAII3Y.

3acTocyBaHHA Koe(dilieHTa pexyKuii
3alUTIB [TOKa3aio, mo 3uayna yactuaa HTTP-
3aMUTIB, XapaKTepHUX Ui TPAIULIAHUX -
HaMIYHUX CKaHEpiB, MOKe OyTH yCyHEHa 3a
paxyHOK arperyBaHHs JIOT1YHO €KBIBAJIEHTHUX
URL. Lle 0co6inBO BaxJIMBO IJi Cy4aCHUX
Be03aCTOCYHKIB 13 BEJIMKOIO KUIBKICTIO Mapa-
METPU30BaHUX MOCHJIAHb, ¢ 0€3 onTumizarlii
IPOCTIp TOUIYKY 3pOCTA€ EKCIIOHEHLINHHO.
Tox, 3anpornoHOBaHUiN MIAX1J MiABUILYE Mac-
mTa0OBaHICTh aHAIi3y Ta 3MEHIIYyE HaBaHTa-
JKCHHS Ha IUTbOBUH pecypc, IO € KPUTHIHUM
y cepenoBuiiax DevSecOps i CI/CD.

OniHIOBaHHA TNPOIYCKHOi 3aTHOCTI
MIATBEPINIO €PEeKTUBHICTh peali3oBaHol Oa-
raTornoTOKOBOI apXiTeKTypH. JloCATrHyTI MOKa-
3HUKU MIBUAKOCTI OOPOOKM 3amMTIB CBiIYaTh
PO 3/1aTHICTh CUCTEMH BHUKOHYBAaTH JUHAMi-
YH1 MepeBIPKU y MPUIHATHI YacOB1 MEX1 Jis
BeOpecypciB pi3HOTO PiBHS CKJIaIHOCTI. [30715-
1151 TECTIB Y BUIJISAJIl aCHHXPOHHUX 3a/1a4 3HU-
KY€ PU3HK B3a€EMHOTO BIUIMBY MEPEBIPOK 1 ITi-
JIBUIITY€E CTaOLIBbHICTh POOOTH CUCTEMH.

[IpakTU4Hy NPUAATHICTE MiTXOY ITiJI-
TBEP/KEHO PE3yJIbTaTaMH BUSIBICHHS KOH(]i-
rypauiiHuX 1 mapaMeTpUYHUX BPa3IUBOCTEH,
30KpemMa, [OB’SI3aHUX 13 HaJAITYBAHHAM
CORS-3aronoBkiB Ta moreHmitaumu SSRF-
pusukamu. Lle nemoHCTpyeE, 110 HaBITH 0€3 3a-
JTydeHHsS CKIIQJHUX EBPUCTUK abo Mojeneit
MalIMHHOTO HaBYaHHS MOKJIMBO JIOCSTTH MPH-
HHATHOTO PiBHS TOYHOCTI Ta IIOBHOTH 3a paxy-
HOK 1HXXEHEpPHO OOIPYHTOBAHOI OpraHi3alii
MIPOLIECY aHami3y.

BoaHouac excniepuMeHTaIbHI pe3yiib-
TaTH BKa3yIOTh Ha MIEBHI 0OMEXEHHS 3amporno-
HOBAHOTO piteHHs1. EQekTuBHiCTh HOpMaITi3a-
1ii URL-1m1a610HiIB 3aJI€KUTH BiJl IKOCTI €BpH-
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CTUK BUJIIJICHHS TUHAMIYHHUX ITapaMeTpiB, 110
B OKPEMHUX BHIAJKaX MOXKE MPU3BOJIUTH IO
HEMOBHOI peAyKii ayOIbOBaHUX 3alMTiB.
KpiMm Toro, morouna peamizailis JHHAMIYHUX
TECTIB OpiEHTOBaHA TEPEBAXKHO HAa KJIACHYHI
BPA3JIMBOCTI Ta KOH(]IrypamiifHi MOMWIKH i
ITOBHOIO MIpOIO0 HE OXOIUTIOE CKJI/IHI JIOT14Hi
a00 KOHTEKCTHO-3aJIeXKHI Je(PEKTH.

[Toganpmivii po3BUTOK MIAXOMY OII-
JFHO COPSMYBATH Ha MiIBULIICHHS aJalTUBHO-
CTI Ta IHTEJEKTYaJIbHOCTI CHCTEMH, 30KpeMa,
IUIAIXOM YJOCKOHAJICHHS MEXaHI3MIB IUIaHy-
BaHHS JUHAMIYHHUX MEPEBIPOK 1 MOTIHOICHHS
CTaTUYHOTO aHai3y KIIEHTCHKOro Kony. IHTe-
rpamis 31 CTaHJapTaMu 3BITHOCTI Ta 30BHIIII-
HIMU 3ac00aMM KepyBaHHS BPa3IMBOCTSIMHU Ta-
KOX MIJBUIIUTH MPAKTUYHY LIIHHICTH pO3p00-
JICHOTO PILIEHHS ISl IPOMUCIOBOTO 3aCTOCY-
BaHHS.

BucnoBknu

V¥ crarTi po3po6iieHo Ta 00IPyHTOBAHO
MX1]1 10 TOUTYKY Bpa3JIMBOCTEH BeOCalTiB Ha
OCHOBI TIOEJHAHHS CTAaTHYHOTO W JUHAMIY-
HOTO aHajJi3y B MeXaX MOJYJIbHOI apXiTek-
TYypH TIpOorpaMHOTro 3ale3nedeHHs. 3amporo-
HOBaHE PIIICHHS OPIEHTOBaHE Ha MiBUIIICHHS
e(eKTUBHOCTI aBTOMATHU30BAHOTO aHalI3y
Oe3neku BeOpecypciB uepe3 3MEHIIICHHS Hal-
JMIIKOBHUX TEPEBIPOK, ONMTHUMI3AIlll BUKOpPHUC-
TaHHS OOYMCIIOBATLHUX pecypciB 1 3ade3re-
YEHHS MacITabOBaHOCTI CHCTEMH.

VYV mpomeci pociimpkeHHsT cPopMyITho-
BaHO CHCTEMHI Ta apXiTeKTypHI BHMOTHU JI0
MPOTrpamMHOTO 3a0e3MeveHHs TSl TOIITYKY Bpa-
3IIMBOCTEH BEOCATIB 3 ypaXxyBaHHSM Cydac-
HuX npakTuK DevSecOps Ta 00MeKeHb pealib-
HUX CEpeJIOBHUII eKCILIyaTallii. 3amporoHo-
BaHO anroput™ HopMmaizamii URL-ma6oHis,
SIKHH JTO3BOJISIE arperyBaTH JIOTIYHO €KBiBaje-
HTHI CTOPIHKH 3 PI3HUMH JUHAMIYHUMH Tapa-
METpaMH Ta ICTOTHO CKOPOTUTH KIJIBKICTb
HTTP-3anutiB 6€3 BTpaTu MOBHOTH aHAJI3Yy.
MonaynbpHa apXiTeKTypa CKaHepa 3 MiATpUM-
KOO TUIAriHIB 1 3aCTOCYBAHHSIM YCTaJICHUX Ta-
TEpHIB MPOEKTYBaHHs 3a0e3leuye KepoBaHy
PO3LIMPIOBAHICTh Ta CIPONIYE IHTETPAIiI0 HO-
BUX MEXaHI3MIB CTaTUYHOTO 1 JMHAMIYHOTO
TECTYBaHHS.

Peamizaniss 0araronoToKOBOro BUKO-
HaHHS MEPEBIPOK SIK aCHHXPOHHHUX 3aJa4 J0-
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3BOJIMJIA €PEeKTUBHO BUKOPUCTOBYBATH 00UYHC-
JIOBAJIBHI pPeCypcH OaraTosIEpPHUX CHUCTEM 1
CYTTEBO 3MEHIIMTH 3arajJlbHUi dYac CKaHy-
BaHHs. 3ampoOINOHOBAaHUM MIAX1J IO OIlIHIO-
BaHHS SKOCT1 IPOTPaMHOT0 3a0e3MeueHHs, 1110
0a3yeThbcs Ha METPUKAX TOYHOCTI i MMOBHOTH,
KoedilieHTa peayKuii 3amuTiB 1 MPOMYCKHOI
3/1aTHOCTI, 3a0e3ne4nB 00’ €KTUBHY €KCIIEpH-
MEHTaJIbHY HepEeBIpKY €PEeKTUBHOCTI pO3po0-
JIEHOTO 1HCTPYMEHTA.

Pe3ynbraT eKCEpUMEHTIB, OTpUMaHi
MiJ] 9ac TECTYBaHHS Ha €TaJOHHUX BPa3JIMBHUX
Be03aCTOCYHKaX Ta BJIACHUX MPOEKTAX, MiAT-
BEPIMIIM NPAKTHYHY MPUIATHICT 3aIPOIIOHO-
BaHOTO MiAXoxy. Byno A0oCsATHYTO iCTOTHOTO
MOKPAIIeHHS! POJYKTUBHOCTI CHCTEMH Ta
MIPOIEMOHCTPOBAHO 3/IaTHICTh BUSBJISATH HU-
3Ky TOIUPEHUX KOHDIrypamiiHuX 1 mapamer-
PUYHUX BPa3JIMBOCTEH y pealIbHUX yMOBaX.
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